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Abstract

The deterministic network calculus offers an elegant framework for determining delays and backlog
in a network with deterministic service guarantees to individual traffic flows. A drawback of the deter-
ministic network calculus is that it only provides worst-case bounds. Here we present a network calculus
for statistical service guarantees, which can exploit the statistical multiplexing gain of sources. We in-
troduce the notion of an effective service curve as a probabilistic bound on the service received by an
individual flow, and construct an effective service curve for a network where capacities are provisioned
exclusively to aggregates of flows. Numerical examples demonstrate that the calculus is able to extract a
significant amount of multiplexing gain in networks with a large number of flows.
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1 Introduction

The deterministic network calculus recently evolved as a theory for deterministic queueing systems, and
has provided powerful tools for reasoning about delay and backlog in a network with service guarantees to
individual traffic flows. Using the notion of arrival envelopes and service curves [11], several recent works
have shown that delay and backlog bounds can be concisely expressed in a min-plus algebra [1, 5, 8].
However, the deterministic view of traffic only provides worst-case bounds and does not take advantage
of statistical multiplexing gain. The problem of trying to exploit the resource savings of statistical mul-
tiplexing while preserving the elegant formalism of the network calculus has been the subject of several
studies. Kurose [16] uses the concept of stochastic ordering and obtains bounds on the distribution of delay
and buffer occupancy of a flow in a network with FIFO scheduling. Chang [7] presents probabilistic bounds
on output burstiness, backlog and delays in a network where the moment generating functions of arrivals
are exponentially bounded. Different bounds for exponentially bounded arrivals are derived by Yaron and
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Sidi [23] and Starobinski and Sidi [22]. Results on statistical end-to-end delay guarantees in a network have
been obtained for specific scheduling algorithms, such as EDF [20, 21], and GPS [13], and a class of co-
ordinated scheduling algorithms [2, 17]. Several researchers have considered probabilistic formulations of
service curves. Cruz defines a probabilistic service curve which violates a given deterministic service curve
according to a certain distribution [12]. Chang (see [9], Chp. 7) presents a statistical network calculus for
‘dynamic F-servers’. Finally, Knightly and Qiu [19] derive ‘statistical service envelopes’ as time-invariant
lower bounds on the service received by an aggregate of flows.

This paper proposes a network calculus for statistically multiplexed traffic, expressed in the min-plus
algebra, where network capacities are allocated to aggregates of flows. This is different from the per-flow
capacity allocation generally applied in the deterministic network calculus. Within this context, we define
an effective service curve, which is, with high certainty, a bound on the service received by a single flow.
So, we will consider probabilistic per-flow service guarantees for networks where resources are reserved
for aggregates. We will show that the main results of the deterministic network calculus carry over to the
statistical framework we present.

The results in this paper are set in a continuous time model with fluid left-continuous traffic arrival
functions, as is common for network delay analysis in the deterministic network calculus. We refer to [9]
for the issues involved in relaxing these assumptions for the analysis of packet networks. A node represents
a router (or switch) in a network. The transmission rate at a node corresponds to the capacity of an output
link of a router. Packetization delays and other effects of discrete-sized packets, such as the non-preemption
of packet transmission, are ignored. When analyzing delays in a network, all processing overhead and
propagation delays are ignored.

In the numerical examples presented in this paper, we assume a ‘regulated adversarial traffic’ model
where (1) arrivals from each flow into the network are constrained by a deterministic regulator and (2)
traffic arrivals from different flows are statistically independent. The regulated adversarial traffic model has
been used by several researchers, e.g., [14, 15], for modeling aggregates of sources, which are policed or
shaped, but for which arrival distributions are not readily available.

The remaining sections of this paper are structured as follows. In Section 2, we review the notation and
key results of the deterministic network calculus. In Section 3 we introduce effective service curves and
present the results for a statistical network calculus in terms of effective service curves. In Section 4 we
show how to construct effective service curves for individual flows at a node where service is allocated to
an aggregate of flows. In Section 5, we show how to build ‘effective envelopes’ [4], which are used in our
construction of effective service curves. In Section 6, we discuss numerical examples for single node and
multi-node networks and evaluate the statistical multiplexing gain achievable with effective service curves.

2 Network Calculus Preliminaries

The deterministic network calculus provides concise expressions for upper bounds on the backlog and delay
experienced by an individual flow at one or more network nodes. An attractive feature of the network
calculus is that end-to-end bounds can often be easily obtained from manipulations of the per-node bounds.

In this section we review some notation and results from the deterministic network calculus, as needed
later in the paper. However, this section is not a comprehensive summary of the network calculus. For a
complete discussion we refer to [1, 6, 9].



2.1 Operators

Much of the formal framework of the network calculus can be elegantly expressed in a min-plus algebra [3],
complete with convolution and deconvolution operators for functions. Generally, the functions in this paper
are non-negative and left-continuous, defined over time intervals [0,¢]. We assume for a given function f
that f(¢) = 0if ¢t < 0.

The convolution f g of two functions f and g, is defined as

frgt)= inf {f(t—7)+g()} . (D

T€[0,t)

The deconvolution f @ g of two functions f and g, is defined as

f@gt) =sup{f(t+7)—g(r)} . (2)

7>0

We refer to [3, 6, 9] for a detailed discussion of the properties of the min-plus algebra and the properties
of the convolution and deconvolution operators.

2.2 Arrival functions and Service Curves

Let us consider the traffic arrivals to a single network node. The arrivals of a flow in the time interval [0, ¢)
are given in terms of a function A(¢). The departures of a flow from the node in the time interval [0, t) are
denoted by D(t), with D(t) < A(t). The backlog of a flow at time ¢, denoted by B(t), is given by

B(t) = A(t) — D(t) . 3)

The delay at time ¢, denoted as W (¢), is the delay experienced by an arrival which departs at time ¢, given
by

W(t) =inf{d > 0| A(t —d) < D(t)} . 4)

If arrival and departure functions are plotted as functions of time, then B(t) and W (t), respectively, are

the vertical and horizontal differences between arrival and departure functions. We will use A(z,y) and

D(z,y) to denote the arrivals and departures in the time interval [z, y), with A(z,y) = A(y) — A(x) and

D(z,y) = D(y) — D(x).
‘We have the following assumptions on the arrival functions.

(A1) Non-Negativity. The arrivals in any interval of time are non-negative. That is, for any = < y, we have
Aly) - Alz) 2 0.

(A2) Upper Bound. The arrivals A of a flow are bounded by a deterministic subadditive function A*, called
the arrival envelope,! such that A(t + 7) — A(t) < A*(7) forall ¢, 7 > 0. 2

! A function E is called an envelope for a function f if f(t + 7) — f(r) < E(t) for all t,7 > 0, or, equivalently, if
f(t) < Ex f(t),forallt > 0.
2A function f is subadditive if f(z + y) < f(z) + f(y), forall z, y > 0, or, equivalently, if f(t) = f * f(t).
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Figure 1: Traffic of a flow through a set of H nodes. Let A" and D" denote the arrival and departures at the h-th node, with
A=A AP =D"'forh=2,... ,Hand D" = D.

The upper bound given by A* assumes that the traffic of a flow is policed or shaped by a traffic conditioning
function, such as a leaky bucket.

The service guaranteed to a flow is expressed in terms of service curves. A minimum service curve for a
flow is a function S which specifies a lower bound on the service given to a flow such that, for all ¢ > 0,

D(t) > AxS(t) . 5)

A maximum service curve for a flow is a function S which specifies an upper bound on the service given
to a flow such that, for all ¢ > 0,

D(t) < AxS(t). (0)

The following theorem summarizes some key results of the deterministic network calculus. These results
have been derived in [1, 5, 8]. We follow the notation used in [1]. A proof of the theorem is included in
Appendix A.

Theorem 1 Deterministic Network Calculus. Given a flow with arrival envelope A* and with minimum
and maximum service curves S and S, the following hold:

1. Qutput Envelope: The function D* = A* @ S is an envelope for the departures, in the sense that,
Jorallt, 7 >0,

D*(t) > D(t+71)— D(7) . @)

2. Backlog Bound: An upper bound for the backlog, denoted by b,,,.., is given by

bnaz = A* @ 5(0) . ®)

3. Delay Bound: An upper bound for the delay, denoted by d,qq, is given by

dmas = nf {d > 0| VE>0: A*(t —d) < S(E)} . )

4. Network Service Curve: Suppose a flow passes through H nodes in series, as shown in Figure 1, and
suppose the flow is offered minimum and maximum service curves S and Eh, respectively, at each
node h = 1,... ,H. Then, the sequence of nodes provides minimum and maximum service curves
St and ?net, which are given by

sret = Gl 8%y xS (10)
[ Sy <O < (11)



Smet and ?net will be referred to as network service curves. With Theorem 1, network service curves can
be used to determine bounds on delay and backlog in a network. There are many additional properties and
refinements that have been derived for the deterministic calculus. However, in this paper we will concern
ourselves only with the results above.

3 Statistical Network Calculus

A limitation of the deterministic network calculus is that the deterministic view of traffic only yields pes-
simistic worst-case bounds, which do not take advantage of the statistical multiplexing of flows when mul-
tiple flows are carried over the same link. We will now approach the network calculus in a probabilistic
framework. Arrivals and departures from a flow to the network in the time interval [0,¢) are described by
random processes A(t) and D(t). The random processes are defined over some probability space that we
suppress in our notation. The statistical network calculus makes service guarantees for individual flows,
where each flow is allocated a probabilistic service in the form of an ‘effective service curve’.

Definition 1 Given a flow with arrival process A, which satisfies assumptions (Al)—(A2), a (minimum)
effective service curve is a function S¢ that satisfies for all t > 0,

Pr{D(t) zA*SE(t)} >1-—¢, (12)
and a maximum effective service curve is a function S  that satisfies

Pr{D(t) §A*§E(t)} >1-¢. (13)

Note that in this definition, an effective service curve is a non-random function. The following theorem
states some key results for the network calculus in terms of effective service curves.

Theorem 2 Statistical Network Calculus for Flows. Given the arrival process A of a flow with arrival
envelope A* and given effective service curves S¢ and S, the following hold:

1. Output Envelope: The function A* @S¢ is a probabilistic bound for the departures, in the sense that,
forallt,T >0,

Pr{D(t,t+717)< A" 0S(1)} >1—¢€. (14)

2. Backlog Bound: A probabilistic bound for the backlog is given by by,q, = A* @ §%(0), in the sense
that, for all t > 0,

Pr{B(t) < bpas} > 1—¢. (15)
3. Delay Bound: A probabilistic bound for the delay is given by,
e =If{d>0|Vt>0: A*(t —d) < S°()} (16)
in the sense that, for all t > 0,

PriW(t) < dma}>1—¢. (17)



4. Network Service Curve: Suppose the flow passes through H network nodes in series and is offered
.. , . <h, € .
minimum and maximum service curves S™h (§°"), respectively, at eachnode h = 1, ... , H. Then,
minimum and maximum effective network service curves are given by

Snet,el—}-EQ—}-...—}-EH _ 81,81 % 82,62 % ... % SH,EH ; (18)
—net,e1+ea+...4€ —=l,¢e =2, —H,e
S = S8 ST (19)

That is, for all t > 0,
Pr{D(t) > A'x (SV1xS§*%2x  xSeu)t)} > 1—(e1+ea+...+en), (20)
PriD(t) < Al*(?’“*32’52*...*3H’5H)(t)} > 1—(e14e4...+¢em). Q1)

The proof of the theorem is given in Appendix B. In the next section we show how effective service
curves can make probabilistic statements about service guarantees for individual flows in a network where
deterministic service curves S¢ (and S¢) are provisioned to flow aggregates.

4 Construction of Effective Service Curves

In this section, we present the construction of a minimum effective service curve for a single flow in a
network where bandwidth is allocated to aggregates of flows. The effective service curve for a given flow is
determined from the unused bandwidth that is allocated to the aggregate of flows. The construction of the
effective service curve is based on the notion of effective envelopes from [4].

4.1 Effective Envelopes

Let C denote a set of flows. The arrival and departure processes for each flow j € C will be denoted by A;
and Dj, respectively. We use A¢ and D¢ to denote the aggregate arrivals and departures from class C at a
network node, that is,

Ac(t) = D Aj(t), and (22)
jec

De(t) = Y _ Dj(t). (23)
jec

A deterministic arrival envelope for the aggregate is
Ap(t) = A5(1). (24)
jec
The backlog and delay, respectively, for the set of flows are defined by
Be(t) = Ac(t) — De(t) , and (25)

We(t) = inf{d > 0| Ac(t — d) < De()} . (26)

With the above notation, we now define a number of probabilistic bounds on the arrivals for an aggregate set
of flows. These bounds are called effective envelopes. In Definition 2, we recall the definitions of effective
envelopes from [4].



Definition 2 Given a set C of flows that satisfy assumptions (Al)—(A2).

1. A'local effective envelope for Ac is a function G; such that for all t and T
Pr{Ac(t,t +) < gg(T)} >1-¢. 27)

2. A global effective envelope for Ac for intervals of length | is a subadditive function ’Hé’ ¢ such that for

each interval I; of length |,

Pr{AC(t,t+7) <HLE(r), Vit s [tt+7]C Il} >1-—¢. (28)

Thus, a local effective envelope provides a bound for arrivals in the time interval [0, ¢), which is violated
with probability at most €. On the other hand, a global effective envelope is a probabilistic bound for all
subintervals in any interval I; of length [. The global effective envelope is instrumental for the construction
of our proposed effective service curve. The local effective envelope is relevant as it will be used to generate
a global effective envelope (see Section 5).

Remark:

e Note that the probabilistic bound for the output traffic A* @ §° from Theorem 2 is a local effective
envelope.

e The global effective envelope in the above definition is equivalent to that in [4], where a global effec-
tive envelope is defined by the property that for each interval I; of length [

PT{Ec(T) <#H45(r), Vr < z} >1-¢, (29)
where
Ec(r)= sup Ac(t,t+71). (30)
[t ,t+7)gfl

4.2 Effective Service Curves

We consider a set C of flows which satisfy assumptions (A1)—(A2), and construct a minimum effective
service curve for flow j with arrival process A;. We assume that the aggregate set of flows is allocated a
(deterministic) minimum service curve, denoted by S¢, and the set C — {;} is allocated a maximum service
curve of EC,{j}. Let ’Hé’f U1 denote a global effective envelope for the arrivals from C — {j} for time
intervals of length ¢ > 0. With this notation, a minimum effective service curve for flow 7 is given by the
next theorem.

Theorem 3 The function
S5(t) = [Se = Hg jy * Se—giyl+(t) 31)

is a (minimum) effective service curve for flow j € C.3

*We use “[f] (t) = max{f(¢), 0}".




The above minimum effective service curve does not assume knowledge of the scheduling algorithm used to
determine the order of transmission of the aggregate of flows. Thus, the effective service curve is expected
to be pessimistic for most scheduling algorithms, including FIFO. The minimum effective service curve is
least conservative if flows in the set C — {j} are transmitted with higher priority than flow j.

Remarks:

e Note that §7 as defined in Eqn. (31) need not be increasing. &} will be an increasing function if
Hzf (j is concave.

¢ The minimum effective service curve in the theorem has a corresponding version in the deterministic
network calculus, which is given by S;(t) = [S¢ — Ab_ iy * Sc—{j1l+(t) with Ab_y = Ac — 4
However, this deterministic service curve will be positive only for large values of ¢ [6].

The following corollary states simpler bounds on the minimum effective service to flow j.

Corollary 1 Using the same notation as in Theorem 3, and assuming that Sc(t) > Sc_;1(t), the following
are (minimum) effective service curves for flow j € C:

1. S;(t) = [Sc — Hé’i{j} +Scl (1),
2. 85(t) = [Se — Hg® * Sel+(t),
3. S;(t) = [Sc — Hf{f{j}]+(t),

4. S5(t) = [Se — HE L1 (1),

Proof. The first two service curves follow from S¢ () > §C_{ j3(t) and since 7—[2’5 is greater than ’Héf Uy
The last two service curves in addition exploit that f(¢) > f % g(t), which follows from the definition of the
convolution operator. O

Thus, minimum effective service curves for single flows can be determined even if only information
about the aggregate reservations to a set of flows is available. In our numerical examples, we will generally
work with the last and most pessimistic effective service curve. We will show that even with these very
loose bounds, we are able to extract a significant amount of the multiplexing gain if the number of flows is
large.

4.3 Busy Periods for Fixed-Rate Service Curves

Instead of constructing an effective envelope ’Héf U1 for each value of ¢ > 0, as given in Theorem 2, it is
more practical to select a value 7" large enough to cover the longest interval of interest, i.e., the longest busy
period, and use Hg’f{j} for all values of ¢. One can verify from the proof of Theorem 3 that the resulting
service curve satisfies the stronger property

Pr(Dj(t) > Aj* S;(t),Vt : t<T)>1—¢. (32)

We now address the issue of finding good bounds for the length of a busy period. A busy period for a set of
flows C is a time interval during which the backlog from the flows in C remains positive. More precisely, for



any t > 0, let £, denote the start time and let ¢¢ denote the end time of the busy period of the set C around
time £. We have

I~

¢ = sup{r <t|B¢(r) =0}, and (33)
¢ = inf{r >t|Be(r) =0} . (34)

|

If the minimum service curve S¢ is a fixed-rate function, that is, S¢(t) = const. - ¢, a deterministic bound
for the length of the longest busy period can be obtained from the deterministic calculus in Section 2 by

T, =inf {7 > 0] A5(7) < Se(1)}, (35)
in the sense that, for all ¢ > 0,
T,>% —te. (36)

This bound, however, is generally very conservative. The following theorem can be used to find a less
conservative estimate for the length of the longest busy period.

Theorem 4 Let T, be given by Eqgn. (35), and define recursively
T, =inf {7 < T 1 | He'"5(r) < Se(r) } (37)

Th—1,¢

where S¢ is a constant-rate function and where 7-[(23 is a global effective envelope for the arrivals of a

set C. Then each T}, is a probabilistic bound on the busy periods of the set C, in the sense that, for any t > 0,

Pri{tc—te<T,}>1—ne. (38)

The theorem is proven in Appendix D. Since the bound 7;, for the busy period typically decreases with n
while the error ne increases, one needs to pick a ‘good’ value for n. Our examples in Section 6 show the
bound 77 for the busy period to be significantly below the deterministic bound 7, whereas successive 17,
for n > 1 do not result in noticeable improvements.

S Effective Envelopes for Heterogeneous Traffic

The presentation of the effective envelopes in Section 4 does not depend on a specific arrival model, but also
does not offer any guidance for constructing the envelopes. Here, we use the constructions for G; and Hé’ ¢
from [4], adopting an adversarial traffic model [14], where arrivals of flows to the network can individually
exhibit a worst-case arrival pattern as allowed by (A2), but sources do not conspire to construct a joint
worst-case. In addition to assumptions (A1) and (A2) from Section 2, we assume that the following hold for
the arrival processes.

(A3) Stationarity. The arrival processes are stationary, i.e., Vt1,to > 0 we have Pr{A(t,t; +7) <z} =
Pr{A(t, to + 1) < z}.
(A4) Independence. The arrivals from two flows ¢, j € C, A; and A, are stochastically independent.

We emphasize that these assumptions only hold for the arrivals to the first node of a flow’s route through the
network. Since buffering and scheduling distort traffic and introduce correlations between flows, assump-
tions (A2)—-(A4) may not hold after traffic has passed through a node.



5.1 Local Effective Envelopes for Heterogeneous Traffic

We present a construction of local effective envelopes for flows which satisfy assumptions (A1)-(A4). We
allow heterogeneous flows, that is, we allow that flows can have different arrival envelopes. The following
construction adapts the derivations in [4] to heterogeneous flows. The construction of effective envelopes
G¢ for a set C of flows uses the moment generating function of A;, denoted as M; (s, t) = E[ei(T7+)s],
As shown in [4], if assumptions (A1)—~(A3) hold, we obtain M, (s, t) < M ,(s,t), where

=7 _ pjt A*(t
Mj(s,t) = 1+m(es i 1), (39)
and where p; := limy_,o0 A} (t)/t is assumed to exist.
With assumption (A4) and with the bound in Eqn. (39), we obtain from the Chernoff bound that

Pr{Ac(t) >z} < e [[ M,(s,1) . (40)
jec

Setting the right hand side equal to € and solving for z gives

1 _
x = —(ZlogMj(s,t)—i—logs_l) . (41)
5 Jjec
Any choice of s > ( yields a point of an effective envelope for the arrivals from C. We select the value of
the effective envelope at ¢ to be

el — —1
Ge(t) = inf (Z log M j(s,t) +loge™) . (42)
jec
With this choice, G5 (t) < Aj(t) is always satisfied. Since the derivative of the right hand side of Eqn. (41)

is increasing in s, there is at most one minimum. This minimum can be found by searching for the zero of
the derivative.

5.2 Global Effective Envelopes for Heterogeneous Traffic

We will construct a global effective envelope ”Hé’ ® from a local effective envelope G, for a set C of heteroge-
neous flows. The local effective envelope G may be constructed as in the previous subsection. Alternatively,
G; may be obtained from Theorem 2 as a probabilistic output envelope. If assumption (A2) holds for each
flow A; in C, we have Ai(t) = >, Ai(t). If assumption (A2) cannot be made, e.g., if the local effective
envelope is constructed by Theorem 2, we use Aé(t) = ('t, where C is the capacity of the link. If no
deterministic bound is available, we allow A¢(t) = oo for ¢ > 0.

Following ([4], Section IV.C), a global effective envelope Hé’g for time intervals of length [ can be
constructed in the steps outlined below.

Step 1: Select a finite number of values for ”HZC’E. We fix a set of values 71,... ,7, sothat 0 < 71 <
... < 1y =1, and a set of integers kq, ... , k,. We define
He(ri) = G& () . 43)

10



where

n

~1
ki +1 lk;
T = it 7; and €I:6<§ —Z> . (44)
)

k;
It was shown in [4] that for any interval ; of length [,
1%{Adut+n)g7¢fug,van:[mt+n}g1&;z1—e. (45)

This creates n points of a global effective envelope. In the next steps, we generate from these points a bound
for all points.

Remark:
To obtain a ‘good’ global effective envelope, it is important to make good choices for n, 7, ... , 7y,
and kq,...,k,. In our examples in Section 6, we select the points following a heuristic from ([4],

Appendix II). The heuristic is motivated by appealing to the Central Limit Theorem and selects the
parameters as follows.

If G is constructed for an aggregate of flows following Subsection 5.1, and if the individual flows are
peak rate constrained with peak rates F’; and with average rate p; for flow j, we set

1
- 14— 46
gl terl (46)
P Y D Y @7)
\/Zjec pi(Bj = pj)
where | z] is the largest integer smaller than z, and where z is chosen so that 1 — ®(z) = «.
With these values of k£ and -y, we set

ki =k and T =97 i=1,...,n, (48)

where 7, is a small number, and n is the smallest integer so that y"7, > [.

Step 2: Interpolation. We use the n points generated in Step 1 to build a complete function. We use
assumption (Al) and, if available, the deterministic bound A} to interpolate between the values of Hé’ “(4)
as follows:

min[Aé(T),”ch’g(Tl) , ifr€[0,7],
f(r) = (49)
min[?—llc’g(n_l) + A (T — Ti_l),Hé’E(Ti)] , if 7 €1, 7).

Note that this definition gives a finite value for f(7) even when A} (t) = oo for some ¢ > 0. As shown in
[4], f satisfies for any interval I; of length [

Pr{Ac(t,t+T) < f(r), Vt, 7 1 [t,t+ 7] gIl} >1—c¢. (50)

11



Thus, f is with high probability a bound for all points. However, f is not a global effective envelope, since
f may not be a subadditive function.

Step 3: Enforcing the Subadditivity of Hé’E.
below f, given by

It was shown in [4] that the largest subadditive function

M4 (1) = inf £(6;), (51)
C ( ) {aj}:zai:Tzi: ( z)
is a global effective envelope for the arrivals A¢c. This completes the construction.

Remarks:

e Steps 1 and 2 of the construction of Hé’g are computationally easy, being linear in the number n of
values used in Step 1. Step 3, on the other hand, is at least quadratic in n. However, the function
f constructed in Step 2 is a convenient upper bound for Hé’E, which is tight if the local effective
envelope G is close to being a subadditive function.

¢ In some scenarios, one may want to construct an effective envelope for an aggregate of flows from the
effective envelopes of subsets of the aggregate. Suppose that géi and gg; are local effective envelopes
for two sets C; and Co, then géijgi = QE + gg is a local effective envelope for C; U Co. The same
holds for global effective envelopes.

6 Evaluation

We now present numerical examples which demonstrate different applications of effective service curves,
and evaluate the statistical multiplexing gain feasible with effective service curves from Section 4.

We assume that individual flows are regulated at the entrance to the network, using a peak rate limited
leaky bucket with arrival envelope A}(7) = min{P;7,0;+ p;7} for flow j, where P; > p; is the peak
rate, p; is the average rate, and o is a burst size parameter. We consider two types of flows with parameters
as given in the following table:

Type | Peak Rate | Mean Rate | Burst Size
P; (Mbps) | pj (Mbps) o; (bits)
Type 1 1.5 0.15 95400
Type 2 6.0 0.15 10345

The parameters are selected to be equal to those in [4, 14] and other studies.*.

We assume that the arrivals satisfy assumptions (A1)-(A4), and we construct effective envelopes as
shown in Section 5. We assume that capacities are allocated to aggregates of flows, in terms of deterministic
service curves Sc and S for a set C of flows. We will assume that service curves for the aggregate have
a very simple constant-rate form, such as S¢(t) = Nc t (¢ > 0), where c is referred to as ‘per-flow
capacity’, and N = |C| is the number of flows. For the construction of minimum effective service curves
SJE-, unless specifically stated otherwise, we use the most conservative bound from Corollary 1.4, i.e., S;T =

[Se — Hé’ “]4. This bound does not require a maximum service curve (as used in Theorem 3) and merely

“In this section, we use A} and A} to denote the arrival envelope of a Type-1 and a Type-2 flow, respectively.

12



requires us to calculate the global effective envelope ch’g. > For the length of the intervals, I, in the
construction of ”ch’g, we chose [ = 8 seconds which is verified to be a deterministic bound on the busy
period in the sense of Eqn. (35) for all examples. Note that [ can be significantly reduced by using the
probabilistic bounds on the busy period of Theorem 4.

Throughout this section, ‘effective service curve’ always refers to the minimum effective service curve.
We compare the results obtained with effective service curves to the following non-statistical per-flow ser-
vice provisioning schemes.

e A peak rate allocation, where each flow j has a service curve of S;(t) = P; t, provides an upper
bound for the amount of resources reserved for a flow.

e An average rate allocation, where each flow j has a service curve of S;(t) = p; t, is a lower bound
for the amount of resources reserved.

o A deterministic allocation delivers worst-case delay guarantees. The resources allocated to a flow are
determined by the smallest (deterministic) constant-rate service curve S;(t) = ¢; t that satisfies the
delay bound d, i.e., ¢; = inf{c >0 |Vt >0:A*(t—d) < ct}.

6.1 Example 1: Single Node

We investigate arrivals from a group C of N flows with a delay bound of d = 50 ms at a single node. The
flows are either all Type-1 or all Type-2 flows. We first compare the shape of effective service curves for
different values of NV and for e = 109, with the deterministic service curves.

We assume that the capacity allocated for the aggregate of N flows is S¢(t) = Nct, where ¢ is the
constant-rate service curve required by a flow to satisfy a delay bound of d = 50 ms according to the
deterministic allocation given above. The required constant-rates are ¢ ~ 0.8785 for Type-1 flows, and
¢ = 0.2050 for Type-2 flows. Next, we calculate, via Theorem 3 and Corollary 1.4, effective service curves
for any single flow from the set. That is, we calculate the effectives curve as

1. S;(t) =[Nét— ”Hé’f{j} * EC_{j}(t)h_ according to Theorem 3, or
2. S5(t) = [Net — %lc’g(t)]+, according to Corollary 1.4.

Recall that Theorem 3 yields, among the effective service curves derived in Section 4, the least conservative
and Corollary 1.4 the most conservative effective service curve.

In Figures 2(a) and 2(b) we plot effective service curves S j for different values of NV, and compare them
to the deterministic service curve S;(t) = ¢ t. Effective service curves computed according to Theorem 3
are shown as dotted lines, effective service curves computed according to Corollary 1.4 are included as solid
lines, and deterministic service curves S;j(t) = ¢t are included as dashed lines.

Figures 2(a) and 2(b) illustrate that, for large IV, the effective service curves are significantly larger
than service curves obtained from a deterministic allocation. The figures also show that the effective service
curves generated from Corollary 1.4, at least for some values of N, are not monotonic as a function of 7.
This can be explained by the fact that the global effective envelope is not concave, but only subadditive. Note
that the difference between a subadditive function, i.e., ”Hé’g, and a constant rate function, i.e., N¢ ¢, need

*In our examples, the numerical computations for effective envelopes are done in discrete intervals of length A = 1.3 ms, and
not in continuous time. This may introduce discretization errors.
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Figure 2: Example 1: Effective vs. deterministic service curve as a function of time, with capacity per flow
computed for a deterministic delay bound of 50 ms. Effective service curves are shown for different values
of N, and are calculated for e = 1077
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Figure 4: Example 1: Busy period estimates according to Theorem 4 on a link with a capacity C' =
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not be monotonic. Here, it may be desirable to substitute the global effective envelopes in the construction
of SJ’? with concave upper bounds. To explain the visible change of slope of the curve for N = 60 and
N =100 at ¢ ~ 70 ms in Figure 2(a), we note that at o /(P — p) ~ 70 ms, the arrival envelope of Type-1
flows changes from P tto o + p t.

‘We note that the results from Theorem 3 and Corollary 1.4 can be distinguished only for small values of
N. Since the effective service curves with Corollary 1.4 are easier to compute and do not require knowledge
of a maximum service curve for the aggregate, from now on, we will consider only the most conservative
effective service curves from Corollary 1.4.

In Figures 3(a) and 3(b), we evaluate the number of flows that can be provisioned on a link with
capacity C, again using a delay bound of d = 50 ms. We use the same deterministic service curve as before,
ie., Sj(t) ~ 0.8785¢ for Type-1 flows and S;(t) ~ 0.2050¢ for Type-2 flows. For the effective service
curve we find the largest NV such that S;(t) =[Ct— ”ch’g(t)]+ assures via Theorem 2 the delay bound
d with probability 1 — ¢ (recall that N = |C|). The figures include plots of effective service curves with
e =10"2,10"9,10"7, along with the result for an average rate allocation (which does not satisfy the delay
bound). The graphs show that, even for ¢ very small, the effective service curve shows significant statistical
multiplexing gain, as C is increased. For large C, the plots for effective service curves and average rate
allocation become close for both types of flows. For small C, on the other hand, the number of flows
is too small to extract multiplexing gain, and, consequently, the effective service curve constructed from
Corollary 1.4 can be inferior to a deterministic service curve.

Finally, we will illustrate the probabilistic bounds on the busy periods from Theorem 4. For a link with
capacity C' = 100 Mbps, we calculate the deterministic bound on the length of a busy period according to
Eqn. (35), and compare this bound with the probabilistic bounds provided by Theorem 4. In Figure 4 we
evaluate the bounds on busy periods for values of N = 250 — 500 Type-1 flows or Type-2 flows. Recall that
T), is a bound for the length of the busy period with probability 1 —ne. The plots indicate that 77 significantly
reduces the busy period bound, but that further iterations of Theorem 4 do not result in improvements.

6.2 Example 2: Multiple Nodes with Cross Traffic

M flows Q flows

(Type Z)Kﬁ: (Type 2)<E
a N

Node 1 ] > Node 2 ]

N flows %) %
N flows N flows
(Type 1) M flows Q flows

Figure 5: Example 2: A network with 2 nodes and with cross traffic.

Yy

We consider a network with two nodes, as shown in Figure 5, and determine the multiplexing gain
attainable with effective service curves for a set of NV flows through these two nodes, with an end-to-end
delay bound of d = 50 ms. We assume there is cross traffic from M flows at the first node, and from @)
flows at the second node. We assume that all N flows are Type-1 flows and that the cross traffic consists
of Type-2 flows. We will denote flows that pass through both nodes as ‘through flows’ and cross traffic as
‘cross flows’.
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In this example, we make for convenience, a small change of notation. We let Szlv M denote the deter-
ministic service curve allocated to the aggregate of N Type-1 and M Type-2 flows at Node 1. Likewise,
we let 5’12\, +¢ denote the deterministic service curve allocated to the aggregate of N Type-1 and Q Type-2
flows at Node 2. H]l\}l_’é\/[ will denote the global effective envelope of the N 4+ M flows at the first node, and
7—[?\’,:’_‘22 denotes the global effective envelope of the NV + () flows at the second node.

Using Corollary 1.4, an effective service curve of a Type-1 flow 5 can be given by S; ¢ =[Sk M

ML) and 8P = 83, o — HYL Dl Weset Sh, o = &N + M)t and 3, = &N + Q)t,
where ¢ > 0 is selected as the smallest value such that the effective network service curve of a Type-1
flow, Sfet’% = S;’g * S;;Z’E, satisfies a probabilistic end-to-end delay bound of d = 50 ms, according to
Theorem 2. Recall, from Theorem 2 that the probability of an end-to-end delay bound violation is 2¢.

Note that there are several alternatives for calculating the global effective envelope H?\}lrQ at the second

node.

e Approach 1: We can determine ?—[?Vl_i_eQ by adding the global effective envelopes of the N through

flows and the () cross flows. We have H?VlfQ = H?\}l’gﬂ + ng,gﬂ’ where Hi}l’gﬂ and Hgl’E/Q are
the global effective envelopes for the arrivals of the through flows and the cross flows, respectively,
at the second node. Recall from the remark at the end of Section 5 that constructing an effective
envelope from the addition of effective envelopes requires us to split the . Here, H%l’g is computed
as described in Section 5. We can calculate an effective service curve for the aggregate of the N
through flows at the first node as S}\;E = [Sk M H}\Zl-’g]_*_, where ’H}\j}’g is the global effective
envelope of the M cross flows at the first node. Then we can obtain Hi}l’ ¢ as follows. Per Theorem 2,
the function (N . AT) %) Sjl\;g yields a local effective envelope, which can be turned into a global
effective envelope using Subsection 5.2. We choose the construction parameter k based on the peak

and average rates of the arrivals to the first node.

e Approach 2: This approach requires a few additional assumptions. From Theorem 2, we have that
AToS ]1 ’“ is a local effective envelope for the departures of a Type-1 flow from Node 1. Suppose we
can police or shape each through flow before it enters Node 2, and discard or delay all traffic exceeding
AToS ]1 €. If we further assume that traffic from through flows which arrives to Node 2 from their
respective policer or shaper are independent in the sense of assumption (A4) from Section 5, then we
can construct H]Q\}lﬁ? for all N + @ flows at the second node, using A3 as arrival envelope for each
cross flow, and A7 © S; ’© as the arrival envelope for each through flow. Note that adding a policer
introduces losses and adding a shaper introduces additional delays, which are not accounted for.

In Figure 6, we show the results for the two approaches for an example with NV = 100 through flows.
We plot the required per-flow capacity ¢ as a function of M and @ for ¢ = 1072,107%,107". The number
of cross traffic flows is assumed to be identical at both nodes, that is, M = (), and varied from 10 to
10,000 flows. We also consider results for a peak rate allocation with P = 1.5 Mbps, average rate allocation
p = 0.15 Mbps, and a deterministic allocation ¢ =~ 0.8785 Mbps.

The figure illustrates that the required bandwidth to satisfy an end-to-end delay bound of d = 50 ms is
close to an average rate allocation when the number of cross flows is large. In Figure 6(b), we see that Ap-
proach 2, which assumes shaping/policing of through flows at the second node yields a better multiplexing
gain. The explanation for the difference is that calculating an effective envelope, here H?vlfQ’ by adding
global effective envelopes of subsets of the aggregate, is less effective in exploiting multiplexing gain.

19



6.3 Example 3: Multiple Nodes With No Cross Traffic

A\ N
Node 1 )I/l »| Node 2

(,\'II'I/IS;V?.) N flows N flows

Figure 7: Example 3: A network with 2 nodes and no cross traffic.

‘We consider the two-node network shown in Figure 7 with no cross traffic, with V flows passing through
both nodes. We will again evaluate the per-flow capacity needed at each node to satisfy a probabilistic or
deterministic end-to-end delay bound of d = 50 ms. Similar to Example 2, we set S}(t) = Sa(t) = ¢ Nt
to be the deterministic service curves allocated to the flows at the two nodes, where ¢ > 0 is set to be the
smallest rate such that the end-to-end delay bounds are satisfied.

Since there is no cross traffic, the analysis of this example can be much simplified by referring to the
deterministic network calculus. For the aggregate of N flows, we obtain from Theorem 1 that S7¢" = 5(1: *Sg
is a deterministic effective service curve. Since 5(1: = 5(13 * Sg, we obtain Sget = ¢ Nt as deterministic
network service curve for all flows. With this, we can now proceed as in Example 1, that is, construct an
effective service curve with Syet’g(t) =[eNt—HS" (1))

We assume that the IV flows are either all Type-1 flows or all Type-2 flows. We graph the per-flow
capacity ¢ required to satisfy a probabilistic delay bound, d = 50 ms, as a function of [NV. Note that, with
the above argument, the probability for meeting the end-to-end delay bound is 1 — €. The results are shown
in Figures 8(a) and (b) for Type-1 and Type-2 flows, respectively. The plots illustrate that the bandwidth
requirements of a flow approach the average rate, as the number of flows is increased. Interestingly, Fig-
ure 8(a) shows that the capacity requirement using effective service curves can exceed the peak rate for very
small values of N.
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7 Conclusions

We have presented a network calculus for statistically multiplexed traffic, which introduces the notion of
effective service curves as a probabilistic bound on the service received by individual flows in a network.
We have shown that some key results from the deterministic network calculus can be carried over to the
statistical framework by inserting appropriate probabilistic arguments. Through the use of effective service
curves, we are able to describe the service delivered to individual flows when capacities are allocated to
aggregates of flows.

This paper raises a number of directions for future research:

¢ In addition to the statistical network calculus presented here, one can derive probabilistic bounds on
properties of aggregates of flows, such as bounds on the output from a node, the backlog, and the delay
at a node. In this calculus, given a set C of flows, and a global envelope Hé’g for the arrivals from
C, we assume deterministic minimum (maximum) service curves Sc (S¢) which gives deterministic
bounds on the service allocated to the aggregate of the flows in C. It can be shown that (1) Hé’ ‘@S¢ is
a global effective envelope for the output, (2) b4, = ”Hé’ ®©@5¢(0) is a probabilistic backlog bound in
[0,], and (3) dppqy = inf {d >0|v0<t<lI: Hé’g(t —d) < Sc(t)} is a probabilistic delay bound
for the interval [0, /].

e Similar to global effective envelopes which are arrival bounds over all subintervals of an interval
of length [/, one can define global effective service curves, which give lower or upper bounds on
the service received in all subintervals of a larger interval. In fact, the discussion at the beginning
of Subsection 4.3 and Eqn. (32), indicate that a modified effective service curve similar to that in
Theorem 3 may satisfy ‘global’ properties.

e The calculus in Section 3 works with a deterministic arrival bound and a probabilistic service curve.
It may be of interest to study a statistical network calculus where both arrivals and service curves are
viewed in terms of stochastic processes.

e The calculus in this paper may be sufficient to provision end-to-end delays in feedforward networks,
however, it is not directly applicable to networks with arbitrary topology and arbitrary routes. The
problems encountered should be similar to those in the deterministic network calculus [10, 18].
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APPENDIX

The following sections include the proofs of Theorems 1, 2, and 3. Note that Theorem 1 states well-
known results from the deterministic network calculus [1, 5, 8]. We follow the derivations in [1].
As in [1], we will use in the proofs of the delay bound the impulse function ¢, defined as

00 ift>r1
0-(t) = ’ ’ 52
®) {0, ift <. (52)

Note that f(t —7) = f * d-().

A Proof of Theorem 1

In this section we present the proof of Theorem 1, following [1]. We emphasize that the proof of Theorem 2
uses the same arguments as the proofs of the deterministic network calculus.

A.1 Theorem 1: Proof of Output Bound

The departures D(¢,¢ + 7) in the interval [¢,¢ + 7) can be bounded, for all ¢ > 0 and 7 > 0 as follows.

D(t,t+71) = D({t+71)—D(t) (53)
< D(t+7)—A*S(t) (54)
< A(t47)— A S(t) (55)
= A(t+7)— inf [A(t—1z)+ S(z)] (56)

z€[0,t)

= sup [A(t+71) — A(t —z) — S(z)] (57)
z€[0,t)

= sup [A(t —z,t+7)— S(z)] (58)
z€[0,t)

< sup[A(t— =z, t+ 1) — S(z)] (59)
>0

< sup[A*(r + ) - S(a) (©0)
>0

= A" S5(7). (61)

Eqn. (54) follows from the definition of the minimum service curve S. Eqn. (55) uses that departures in
[0, %) cannot exceed arrivals, that is, D(t) < A(¢) for all ¢ > 0. Eqn. (56) expands the convolution operator.
Eqn. (57) takes A(t + 7) inside the infimum. Eqn. (58) uses that A(t — z,t + 7) = A(t + 1) — A(t — z).
Eqn. (59) extends the range of the supremum. Eqn. (60) uses the definition of an arrival envelope. Finally,
Eqn. (61) uses the definition of the deconvolution operator.
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A.2 Theorem 1: Proof of Backlog Bound

Recall that B(t) denotes the backlog at time ¢ > 0. The following establishes a bound for B(t), forall¢ > 0
and 7 > 0.

B(t) = A(t)-D(t) (62)
< A(t)— Ax S(t) (63)
= A(t) — xél[}]f:t) [A(t — z) + S(z)] (64)
= [A(t) — A(t — z) — S(z)] (65)
= o [A(t — 2,t) — S(x)] (66)
< sup [A(t — z,t) — S(x)] (67)
< sg}g [A*(z) — S(z)] (68)
— A*25(0). (69)

Eqn. (63) uses the definition of the service curve .S. Eqn. (64) expands the convolution operator. Eqn. (65)
takes A(t) inside the infimum. Eqn. (66) applies the notation A(t — z,t) = A(t) — A(t — z). Eqn. (67)
extends the range of the supremum. Eqn. (68) uses the definition of an arrival envelope. Finally, Eqn. (69)
uses the definition of the deconvolution operator.

A.3 Theorem 1: Proof of Delay Bound

The delay bound is proven by showing that for each ¢ > 0, the output at time ¢, D(t), is larger than the
arrivals until time ¢ — d,,45, A(t — dpnas). Thus, no backlogged traffic has violated the delay bound at

time ¢.
D(t) > AxS(t) (70)
> Ax (A" xdq,,,)(t) (71)
= (AxA%)x6q,,.(t) (72)
> Axdy, . (1) (73)
= A(t — dpmag) - (74)

Eqn. (70) uses the definition of the service curve S. Eqn. (71) follows from the given definition of d,,,,, in
Theorem 1, using the identity f(t — 7) = f * 0,(¢). Eqn. (72) holds due to the associativity property of
the convolution operator [3]. Eqn. (73) follows directly from the definition of the arrival envelope, A(t) <
A x A*(t). Eqn. (74) uses the identity f(t — 7) = f * 0, (¢).

A.4 Theorem 1: Proof of Network Service Curve

We first consider the case where the path through the network consists of just two nodes, H = 2. We will
show that the network as a whole delivers the minimum service curve S™¢! = S % §2 such that for all
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D"et(t) > Amet 4 (St x S2)(1) .

The proof for maximum service curves is analogous, and will be omitted.
Since the second node delivers the minimum service S2, we have for all ¢ > 0.

D"(t) > inf [A*(z)+ S*(t —z)]

z€[0,t)
Also, since the first node delivers the minimum service S*, we have for all z > 0,

DY(z) > inf [A™(y)+ S'(z —v)] .
ye[0.x)

Since A? = D', we obtain from inserting Eqn. (77) into Eqn. (76) that for all ¢ > 0,

D" (t) > inf | inf [A™ SHz — S3(t —
()2 inf | it [4"!(y) +5" (5 )] + 5%~ )]

In other words, for all ¢ > 0,
D™e(t) > (A" % 1) x §2(1) .
Finally, the associativity property of convolution [3] implies that for all £ > 0,
D" (t) > A"« (ST % S2)(1) .
Then, the claim that
D" (t) > A"« (ST % ...« SH)(t) .

for all ¢ > 0 follows by induction.
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B Proof of Theorem 2

B.1 Theorem 2: Proof of Output Bound

The derivations for the output bound start with D(t,¢t 4+ 7) = D(t + 7) — D(¢) and the definition of the
minimum effective service curve. For any fixed ¢ and 7, we have

l—e < Pr{D(t,t+7)<D(t+71)—AxS(t)} (82)
< PrD(t,t+7) < A(t+7)— A 5(1)} (83)
- Pr {D(t, t+7) S A@+T) - inf [A(t — )+ Sf(x)} } (84)
Pr {D(t, t+7) < sup, [A(t ) — At — ) — SE(x)] } (85)
z€|0,t
= Pr{D(t,t+7') < sup [A(t—x,t+7’)—85(x)]} (86)
z€[0,t)
< Pr {D(t,t—l—T) < ig%[A(t—x,Hr) —Sf(x)]} (87)
< pr {D(t, t+7) < sup [A*(T +)— Sg(x)] } (88)
= Pri{D(tt+7) <A QS ()} . (89)

Eqn. (82) follows from the definition of the minimum service curve S°. Eqn. (83) uses that departures
in [0,¢) cannot exceed arrivals, that is, D(¢) < A(t) for all £ > 0. Eqn. (84) expands the convolution
operator. Eqn. (85) merely takes A(t + 7) inside the infimum. Eqn. (86) uses the notation A(t — z,t+7) =
A(t+ 1) — A(t — z). Eqn. (87) extends the range of the supremum. Eqn. (88) uses the definition of an
arrival envelope. Finally, Eqn. (89) uses the definition of the deconvolution operator.

B.2 Theorem 2: Proof of Backlog Bound

Since B(t) = A(t) — D(t) and with the definition of the minimum effective service curve, we can write

l—e < PriB(t)<A(t) — A+S(1)} (90)
= Pr {B(t) < A() - inf [A(t — )+ sg(x)} } 1)
—- Pr {B(t) < sup [A(t) At — ) — se(x)]} (92)
z€[0,t)
= Pr {B(t) < sup [A(t —xz,t) — Sg(x)] } (93)
z€[0,t)
> Pr {B(t) < sup At - 2.) - 5 ()] } (94)
< B0 sup[4°(2) = ()] } ©5)

= Pr{B(t) < A" ©S°(0)} . (96)



Eqn. (90) uses the definition of the minimum effective service curve S¢. Eqn. (91) expands the con-
volution operator. Eqn. (92) takes A(t) inside the infimum. Eqn. (93) applies the notation A(t — z,t) =
A(t) — A(t — z). Eqn. (94) extends the range of the supremum. Eqn. (95) uses the definition of an arrival
envelope. Finally, Eqn. (96) uses the definition of the deconvolution operator.

B.3 Theorem 2: Proof of Delay Bound

The delay bound is proven by showing that for any ¢ > 0, the output at time ¢, D(¢), is larger than the
arrivals until time ¢ — dy,q5, A(t — dpqz). Hence, no backlogged traffic at time ¢ has violated the delay

bound.
l1—e < Pr{D(t)>AxS%(t)} 97)
< Pr{D(t) = A* (A" *da,,,.)(t)} (98)
= PriD(t) = (A A%) 34, (1)} 99)
< Pr{D(t) > Axdq,,,(t)} (100)
= PriD(t) 2 A(t — dmas)} - (101)

Eqn. (97) uses the definition of the minimum effective service curve S¢. Eqn. (98) follows from the definition
of ;4 from Theorem 2, and uses the identity f(t —7) = f*d,(¢). Eqn. (99) holds due to the associativity
property of the convolution operator [3]. Eqn. (100) follows from A(t) < Ax A*(t) forall¢ > 0. Eqn. (101)
again uses the identity f(t — 7) = f * 0, ().

B.4 Theorem 2: Proof of Network Effective Service Curve

We first consider the case where the path through the network consists of just two nodes, H = 2. We show
that the the network as a whole delivers the minimum effective service curve S"¢%-¢17¢2 = Sle1  §2.€2,
Note that the violation probability for the network effective service curve will be €1 4 €9, i.e.,

Pr {Dnet(t) > ATet (81,51 % 82,62)(t)} > 1-— (61 +€2)_ (102)

The proof for maximum effective service curves is analogous and omitted.
Fix a value of ¢ > 0. Since the second node delivers the minimum effective service S; 2, we have

Pr {D”et(t) > inf [AQ(zli) + STt — :z:)} } >1— e (103)
z€[0,t)

Also, since the first node delivers the minimum effective service S*¢1, we have

Pr {Dl(x) > inf [A"et(y) +ShE (g — y)} } >1—¢. (104)
y€[0,z)

Therefore, the probability of a violation at any of the two nodes is bounded as follows.
DeU(t) < infoepo | A2(2) + 8272t — )]

Pr or < e+ eq, (105)
D'(x) < infyefo ) [4™!(y) + 81 (z — )]
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Then, using the fact that A> = D', we obtain

D) > infyepo )| D' () + S (t - )]
Pr and >1—(e1 +e9).
D) 2 infyefo ) [A™!(y) + SV (@ — )|

By inserting D' into the bound for D¢, we obtain

Pr {D"et(t) > inf [ inf [A"(y) + SV (x —y)] + S¥2(t — x)] } >1—(e1 +&2).
z€[0,t) Lye[0,2)

We can rewrite the last equation as
Pr{D™(t) > (A" + S") x S¥22 (1)} > 1 — (g1 + e2).
Finally, the associativity property of convolution [3] implies
Pr{D"(t) > A" % (S" « §22)(t)} > 1 — (e1 +&9) .
Then, the claim
Pr{D" () > A % ("1 s+ ST D)} > 1 — (e +...em) .

follows by induction.

C Proof of Theorem 3

We will show that S; in Theorem 3 satisfies Definition 1.

Dj(t) = D¢ — De_gjy(t)

> Ac#Sc(t) — Ac_(jy * Sc ;3 (t)
= winf : [Ac(t — z) + Sc(z)] — yéI[Bft) [Ac_{j}(t —y)+ §C—{j}(y)]
= inf [Ac(t— — inf [Ae_gn(t—y) +Se_y

Lot | c(t —x) + Se(x) it [Ac_ijy(t—y) + Scf{a}(y)]]
= xéI[})ft) _(Aj(t — .T) + AC_{j}(t — «”L')) + SC(~T)

—int [(de—gsy(t = 2) +Ae—yt = 2.t =) + Se-0)]

= wéﬂ)f,t) [Aj(t — ) + Se(z)— yel[%fm) [Ac_jy(t =t —y) + §c—{j}(y)H ;

(106)

(107)

(108)

(109)

(110)

(111)
(112)
(113)

(114)

(115)

(116)

(117)

where Eqn. (112) follows from the definition of minimum and maximum service curves, and Eqn. (113)
merely expands the operators. Eqn. (114) rearranges the two infima without changing the range. Eqn. (115)
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holds since the range of the second infimum is reduced, which may increase the infimum. Eqn. (116) uses
the identities

Ac(t—z) = Aj(t —z)+ AC—{j}(t —x)
Aoyt —y) = Ac gyt —a) + Ae_gjy(t — z,t —y).

Now we use that chg_ (jy 18 a global effective envelope for the flows in C — {j} for the interval [0,). Then,
we have from Definition 2 that for

Pr {Ac_{j}(ﬁ,Tg) < Hé’i{j}(Tg —11), V11,72 1 [T1,T2] € [O,l]} >1—c¢. (118)

Thus, we obtain from Eqn. (117) that
1-¢e < Pr{Dj(t) > inf [Aj(t — ) + Se(z)

z€[0,t)
. le _ < ) .
- it [?—[cf{j}(y z) +SC_{J}(y)H i te [0,1]} (119)
e . 3 . _ _ l’g q . .
_ Pr{D](t)Zwé%f’t) [Aj(t :z:)+(Sc ”Hcf{j}*SC_{J}) (x)] Vi te[O,l]}(lZO)
- Pr{Dj(t) > Aj * (Sc —HE y* EC_{j}) (1),Vt : te [o,z]}. (121)

Eqgn. (119) merely applies Definition 2, and Eqgs. (120) and (121) use the definition of the convolution
operator. For any fixed ¢ > 0, setting [ = ¢ in Egs. (119)—(121) gives the claim

1-¢e< Pr{Dj(t) > Aj * (Sc —HE y* EC_{j}) (t)} . (122)

Finally, since D;(t) > 0 with probability one, the theorem follows. O

D Proof of Theorem 4

We will verify that T;, defined by Eqn. (37) satisfies Eqn. (38).
Consider first the case n = 1. If T; > T, there is nothing to show since then Eqn. (36) implies Eqn. (38).
If T) < T,, then, by definition of 77, there exists a sequence 7; in [17, T,) with lim; ,, 7; = T} so that

He' (i) < Se(m;) foralli>1. (129

Now, fix ¢t > 0, and let ¢, and ¢ ¢ be the endpoints of the busy period as defined in Egs. (33) and (34). By
Egs. (35) and (36), we have that t, > ¢t — T, and t¢ < t + T,
By definition of #5'*%,

Pr{AC(;C,zCJrr) < HZf () VTSTO} >1—¢. (124)
Thus,
Pr{Ac(te.te +7) = Se(r) S HE (1) = Se(r) , VT < T, f 2 1-e. (125)
Combining Eqn. (123) with Eqn. (125), we obtain
Pr{AC(gC,;C 4 1) — Se(r;) < 0foralli > 1} >1—¢. (126)

We conclude that with probability at least 1 — ¢, there must be times z; < 7;, such that A¢(tc, 1, + ;) —
De¢(te,te + xi) < 0, that is, where the backlog is zero. Since lim;_,o, 7; = T, we have with 1 — ¢ that
tc — te < Ty, which settles the case n = 1. The claim for n > 1 can be shown by induction. |
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