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ABSTRACT

Local area networks using the token bus technology are anticipated to meet
the needs for office, factory and process control automation applications. The IEEE
802.4 token bus protocol is emerging as the popular standard for these applications
and is the only token bus standard that offers broadband facilities. The enormous
interest in this protocol is due to the following features: high reliability, prioritized
transmissions, deterministic access of the medium and robust error detection and
recovery.

This thesis studies the issues of prioritized trafic, dynamic ring membership
and transient loading conditions in a token bus network by analytic and simulation
modeling. An analytic model has been developed to predict the timer seitings that
ensure the implementation of the priority feature as specified by the IEEE 802.4
standard. This is very useful in determining the range of network throughput over
which optimum service can be obtained for messages of a certain priority. The
issue of dynamic ring membership of a station has been studied and an analytic
model has been developed to predict the delivery times of messages. This study
gave us better insight into the issues pertaining to the transient ring membership of
a station in an 802.4 network, and the benefits of a station being a permanent
member of the logical ring as opposed to being a transient member. Simulation stu-
dies have been conducted to observe the robustness of the protocol under transient
loading conditions. Results of this study illustrate the robustness of the protocol
under heavy transient loads.
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CHAPTER 1

INTRODUCTION

1.1. Local area networks

Local area networks are becoming increasingly popular as a communications
mechanism to interconnect a large number of computers in a small geographic area.
“Local area network™ refers to a general purpose network interconnecting a variety
of devices like minicomputers, terminals and other peripherals. The advantages of
interconnecting computers are increased reliability, availability of more computer
power: efficient distribution of computational loads, and resource sharing. Some of
the disadvantages of local area networks are that security and privacy are not
guaranteed and data integrity is also not assured. One of the major issues in the

design of local area networks is the design of its medium access control protocol.

1.2. IEEE 802 Committee

The IEEE 802 committee has proposed a set of six_ standards for local area
networks. The standards are in the form of a 3-layer communications architecture
encompassing the functionality of the physical and data link layers as defined in
the ISO OSI model [Zimmermann 80]. Figure 1.1 illustrates the mapping of the
physical and data link layers as defined in the ISO OSI model to the layers as

defined by the IEEE 802 standards.

The document IEEE 802.1 describes the relationship among the six standards
and relates them to the ISO OSI reference model. The standard IEEE 802.2 [IEEE
1985a] gives a description of the protocols at the logical link control (LLC) layer.

The logical link control layer corresponds to the top of the OSI data link layer.
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Figure 1.1 Relation of the IEEE standards to the ISO OSI Model

The standards IEEE 802.3 [IEEE 1985b), IEEE 802.4 [IEEE 1985c], and IEEE

802.5 [IEEE 1985d] define 3 types of medium access control and associated physical

media.

1) IEEE 802.3: Bus topology utilizing CSMA/CD as the medium access

method.

2) IEEE 802.4: Bus topology utilizing explicit token passing as the medium

access method.

3) IEEE 802.5: Ring topology utilizing explicit token passing as the medium

access method.

The medium access control sub layer (MAC) extends the OSI data link layer to

provide additional services at the data link layer.

metropolitan area network.

The IEEE 802.6 describes a

Figure 1.2 illustrates the relationships among the



different standards.

1.3. IEEE 802.4 token bus

The IEEE 802.4 is a standard for local area metworks (LANs) with bus topol-
~ogy and an explicit token passing scheme for controlling access to the transmission
medium. Every station in the network may receive all signals transmitted on the
medium. As the token is passed from station to station, a logical ring is formed.
The right to access the medium passes from station to station. Every station which
is a member of the logical ring is permitted to transmit messages for a limited
amount of time. Each station is permitted to transmit messages when it hoids the
token. At a bit rate of 1 Mbps, the token in an 802.4 network is an explicit mes-
sage of at least 96 bits for networks using 16 bit addresses; it is at least 160 bits

for stations using 48 bit addresses. The amount of time a station can transmit is

802.1

802.2

802.1

802.3 802.4 802.5 802.6

Figure 1.2 802.x Relationships




limited by suitably setting a series of timers. In an 802.4 network, stations can
transmit messages at 4 different priorities or access_classes. By suitably setting the
timers associated with each access_class, the available bandwidth can be allocated to
messages from different access_classes. Stations are connected in the logical ring in
descending order of addresses, hence the token is passed from station to station in
descending order of addresses. This type of access control method coordinates the
stations’ transmissions so that collisions are minimized. It also guarantees fairness to
a limited extent. It is also intended to be a robust protocol so that it can tolerate
and survive multiple concurrent errors. Chapter 2 discusses the features of the

protocol at the medium access control (MAC) sublayer.

1.4. Focus of the thesis

This thesis describes the study and performance analysis of specific characteris-
tics of the IEEE 802.4 protocol for local area networks. The performance and sensi-
tivity of the protocol have been studied with regard to the following characteristics

of the protocol.

1.4.1. Access_classes and priority of service

The 802.4 token passing access method offers four levels of service called the
access_classes, hence messages can be transmitted at any of the four priorities. The

four access_classes in descending order of priority are:

1) Synchronous access_class
2) Urgent_Asynchronous access_class
3) Normal_Asynchronous access_class

4) Time_Available access_class

By suitably setting the variables associated with the implementation of the priority



scheme, it can be ensured that this scheme gives preference to frames of higher
priority. The implementation of the priority scheme by any station is optional. The
priority scheme when implemented by a station allocates network bandwidth to
lower priority traffic only when there is time available and there is no higher

priority traffic.

The main intent of studying this aspect of the protocol is to be able to
predict the timer settings associated with each access_class and the range of net-
work throughput over which optimum service can be obtained at that access class.
The timer setting at each access_class limits the token cycle time at each
access_class. An approximate analytic expression for the token cycle time has been
developed. The analytic expression can be used to calculate the values of timer
settings that will ensure implementation of the priority scheme as specified by the
IEEE 802.4 standard. The details of the priority schemé as specified by the IEEE
standard are discussed in chapter 3. This is followed by a discussion of the
mathematical model and an illustration of the use of the analytic expression to cal-
culate the timer settings. The values of timer seftings to obtaiﬁ optimum service at
an access class have been calculated. Network configurations with the timers set to
the values calculated from the above expression have been simulated. The results of
the simulation have been related to the expected values generated by the analytic

model.

1.4.2. Dynamic ring membership

An 802.4 network usually consists of two or more stations that are members
of the logical ring. Stations need not be permanent members of the ring. Stations
can join and leave the ring dynamically, as dictated by their trafic or station
management decisions. Each station can join the logical ring through a controlled

contention process. The waiting time for a station to be admitted into the logical



ring varies depending on the number of stations waiting to join the ring and on
the settings of several variables. Stations can leave the logical ring at any time by
ignoring the token on the next token rotation or by informing the preceding station

- of its new successor.

The intent of studying this aspect of the protocol is to know the effect of
overhead due to ring reconfigurations on the delivery times of messages. The logical
ring needs to be patched each time a station leaves the token passing ring. Ideally
the stations should experience minimum delay while joining the ring. The overhead
due to transient ring membership of stations also affects the total throughput of

the network.

The role played by different parameters in deciding the time of entry into the
ring or exit from the ring has been studied. Network configurations with suitable
parameter settings have been simulated to observe the role played by the relevant
parametersr in allowing the stations to join the ring. Chapter 4 discusses a
mathematical model which predicts the average delivery time of messages from a
station which is a transient member. Simulation resuli;s have been included to

show the effect of transient ring membership on the delivery times of messages.

1.4.3. Transient loading

All the stations in the 802.4 network will not offer uniform loading on the
network at any time. Occasionally, a station might have a large amount of data to
be transmitted during a token cycle. This may cause the total offered load to
exceed the bus capacity (i.e., overloading). The transmission of such a load causes
an increase in the token cycle time. Succeeding token cycles will also be longer. If
the token cycle time does not recover from the imposition of such a transient load,

then queue lengths could grow very large at every imposition of a transient load.



The main intent is to study the robustness of the 802.4 protocol under such
loading conditions. The effect of transient loading on an 802.4 network has been
studied by imposing large loads at varying intervals on the network. The impact of
two forms of transient loading, numerous short messages vs. fewer longer messages,
has been studied. The variation of token cycle time and average delivery time of
messages (with respect to the offered load) under such transient loading conditions
has been studied. Chapter 5 discusses the effect of transient loading on an 802.4
network. Suitable network configurations have been simulated to observe the effect
of imposing such loads on an 802.4 network. The last chapter summarizes the

results obtained from this study.



CHAPTER 2

FEATURES OF THE MAC

This chapter discusses the features of the IEEE 802.4 protocol at the medium
access control sublayer. The relationship of this sublayer to other layers as
specified by the ISO OSI model and as specified in the IEEE 802.4 standard has

been discussed in the first chapter.

The MAC sublayer provides sequential access to the shared medium by passing
control of the transmission medium from station to station in a logically circular
fashion. The protocol at the MAC sublayer at each station manages an ordered
access to the medium by recognizing and accepting the foken frame (refer to section
4 of the IEEE 802.4 standard for frame formats). It also determines the duration
each station can hold the token before it is passed to the successor station. It also
handles transient ring membership of a station, i.e., a station can join and leave
the ring as dictated by its traffic. The MAC protocol can also handle faults caused
by communication errors or station failures. This MAC protocol is intended to be a

robust protocol so that it can recover from multiple errors.

2.1. States of the MAC

The MAC logic in a station has been described in the IEEE 802.4 standard as
a finite state machine with 11 distinct states. The states and the sequence of tran-
sitions are illustrated in Figure 2.1. The sequence of transitions and the function of

each MAC state are discussed in the forthcoming sections.



0 - OFFLINE 6 - AWAIT_IFM_RESPONSE
1 - IDLE 7 - CHECK_ACCESS_CLASS .
2 - DEMAND_IN 8 - PASS_TOKEN

3 - DEMAND_DELAY 9 - CHECK_TOKEN_PASS

4 - CLAIM_TOKEN 10 - AWAIT_RESPONSE

5 - USE_TOKEN

Figure 2.1 MAC Finite State Machine Diagram

2.2. Logical ring of stations

As the token gets passed from station to station, a logical ring of stations is

formed. Each station in the network may receive all signals transmitted on the



10

medium. But a station has to be a member of the logical ring to lbe able to access
the transmission medium. The right to access the medium, i.e., the token frame,
passes from station to station in descending order of addresses. But the station
with the lowest address passes the token to the station with the highest address to

close the logical ring. This is illustrated in Figure 2.2.

2.3. Logical ring initialization

Initialization of the logical ring is a process similar to adding new stations to
the ring. The standard specifies at least two stations in the ring at any time. Asso-
ciated with each station is a ""bus_idle_timer”. This timer measures the duration of
lack of activity on the bus. If the station detects lack of activity for a duration
longer than the expiration of the above timer, then that station enters the
claim_token state. In this state the station sends a claim_token frame. As there can
be more than one station trying to initialize the logical ring, the initialization algo-
rithm resolves such multiple claims to initialize the logical ring. This is done by
address sorting the initializers. The information field length of this frame varies
depending on the address of the initializing station. Hence the length of the
claim_token frame sent by each station varies depending on ité address. The length
of the claim _token frame is calculated by indexing through the station's address and
using two bits at a time (refer to section 6.5.1 of the standard). Depending on the
address bits used for sorting the information feld, tﬁe frame length can be O, 2, 4
or 6 times the slot_time (refer to section 6.1.9 of the standard for a definition of
the slot_time). After transmission of this frame each station waits for one slot_time
and then samples the state of the medium. If the station senses non_silence, then
some other station with a longer transmission is trying to initialize the ring. Hence
the station defers to those stations with numerically higher addresses and remains

idle. If silence was detected, then another cleim_token frame is sent using the next
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Logical Ring Logical Station Relationship

/N

].—__,/

Highest Address TS>NS>PS

!
!
I
|
L
| \
|
|
o
Token | '
Passing : >————— PS>'TS>NS
Direction I
)
|
]
| I _/
]
: Lowest Address  NS>PS>TS
i T
\ !
\ /
\ /

TS - This station’s address
NS - Next station’s address
PS - Previous station’s address

Figure 2.2 Logical Token_Passing Ring

two address bits. If all bits have been used and silence is still detected, then the

station has won the initialization process and is the token holder. Hence there is a
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unique token in the network. The token holder then enters the use_token state.
On entering this state the station starts the “token_hold_timer” which limits the
amount of time a station can transmit data frames in this state and transmits any
enqueuved data frames. A station can transmit data frames in this state either until
the expiration of the “token_hold_timer” or until the queues are emptied. After
transmitting data frames in this state the station adds more stations into the ring

by a controlled contention process discussed in section 2.4.

2.4. Resolution process
2.4.1. Resolution of multiple requests for logical ring membership

Stations are added to the logical ring by a controlled contention process using
“response_windows”. A response_window is an interval of time during which a sta-
tion which has sent a frame pauses and waits for a response. After transmitting
any data frames in the use_token state, the station checks the wvalue of
“inter_solicit_count™. This count at each station determines when response windows
are opened at each station. If it is zero then response windows are opened to solicit
successors into the ring. If the value is not zero, then the count is decremented
and the token is passed to the successor. The MAC control frames used to add
new stations into the ring, ie. to solicit successors into the ring, are
solicit_successor frames. The solicit_successor frame opens response windows and
specifies a range of addresses for stations which are interested in contending for
membership. Stations whose addresses fall in this range and which desire to become
ring members can respond to this call by entering the demand _in state and sending
a request for membership by transmitting a set_successor frame. A station can send
repeated requests for ring membership if its address falls within the range specified
by the token holder. If there is no response during the interval in which the

response window is open, then the token holder resets the “inter_solicit_count” and
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passes the token to its successor. If a single station responds. then the token holder
makes the responding station its new successor and passes the token to its new
successor. If multiple stations respond to a solicit_successor frame the desired result
is for the token holding station to pass the token to the highest addressed contend-
ing station. The contention for the token by multiple stations is resolved by having
the stations wait in the demand in state for different time intervals before sending
the next set_successor frame. Each station waits for an interval of time decided by
the one’s complement of the station’s address. Thus stations with higher numerical
addresses wait for a shorter interval of time before requesting membership again.
After sending its request, each station waits for a response in the Demand_delay

state. In this state a station can expect to hear one of the following frames:
a) a token from the token_holder indicating that its request for membership
has been granted.
b) a resolve_contention frame indicating that the contention for the token
has not been resolved and hence the stations have to contend for membership again.
¢) requests for ring membership from other stations which the station can
ignore.
d) any other frame.

If the station hears (a) then it switches to the use_token state. If it hears (b),
then it enters another delay interval in the demand_in state before sending the
next sef_successor frame. If no other contenders have been heard by the time the
delay interval expires then another sef_successor frame is transmitted. If the station
~ hears any transmissions in this delay interval then it assumes that there is another
station with a higher numbered address, and hence drops out of the contention pro-

cess and returns to the idle state. If the station hears any frame other than {a),
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(b) or (c) then it assumes that another station with a higher numbered address is
contending for the token and hence drops out of the contention process. Thus the
station with the highest numbered address wins the token. Each time a multiple
response is heard for a solicit_successor frame the call for stations to contend for
membership is repeated. The contention resolution process should resolve so that the
contending station with the highest address wins the token. However there is one
special case which results when two or more stations have been erroneously
assigned the same address; they will sequence through the same states and remain
unresolved. In this case, each station makes one more attempt by generating a
two-bit random number (i.e.. an extension of the 16-bit or 48-bit address space). If
there is a clear winner, it becomes the token holder. Otherwise, all stations

involved abandon this process and await the next solicit_successor frame.

2.4.2. Resclution of multiple token claims

If the bus_idle_timer expires and there was no activity on the medium for the
entire duration then the station enters the c¢laim_token state. In this state the sta-
tion attempts to initialize (which has been explained earlier) or reinitialize the logi-
cal ring by claiming the token. Multiple stations may enter this state and claim
the token. Multiple claims are resolved by a contention process. The length of the
claim_token frame depends on the address of the station and can be 0,2, 40r6
times the slot_time. Thus stations with numerically higher addresses send longer
claim_token frames. After sending the claim_token frame each station waits for one
slot_time listening for other transmissions. If the station hears any transmissions at
or before the expiration of this time interval then it assumes that a station with a
numerically higher address is contending for the token and hence drops out of the
contention process and remains idle. If ‘there are no transmissions at the end of the

slot_time the station sends an additional claim_token frame and repeats the delay



15

and transmission check. If the station has sent “max_pass count” number (an
integer equal to half the station’s address length in bits plus one) of claim_token
frames without hearing other transmissions then the station has successfully
claimed the token. The station then goes to the use_token state. Thus the resolution

process results in the numerically highest addressed station winning the token.

2.5. Protocol management overhead

The logical ring maintenance functions discussed in the previous sections: the
initialization or reinitialization of the logical ring, the claim token process, resolu-
tion process in the event of multiple token claims, the opening of response win-
dows to solicit successors into the ring, and the resolution process in the case of
multiple contenders, all of the above mentioned functions contribute to the network
overhead. As described earlier each process involves the transmission of many
MAC control frames which consume a certain fraction of the total network

bandwidth, hence resulting in a protocol overhead.

2.6. Priority service

As mentioned in the first chapter, the MAC layer offers four priorities of ser-
vice or access_classes. The access classes have been identified as class six (the Syn-
chronous access_class), class four (the Urgent_Asynchronus access_class), class two
(the Normal Asynchronous access_class) and class zero (the Time Available
access_class) in descending order of priority. The implementation of the priority
scheme by any station is optional. I the priority scheme is not implemented then
all of that station’s frames are transmitted at highest priority. The states associated
with the priority mechanism, and the variables and timers associated with the

implementation of the priority scheme are discussed in detail in chapter 3.
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2.7, Error recovery

2.7.1. Lost tokens

If the token holding station fails before passing the token then another station
will recover the token. The bus idle_timer at each station is used for this purpose.
Lack of activity on the bus is allowed for a duration up to the expiration of this
timer. Beyond this time interval, if the bus is still idle, then the stations whose
timers have expired start the claim token process. The lowest addressed station on
the ring sets its bus_idle_timer to a smaller value than other stations. Hence this
station starts the claim_token process earlier. This is to minimize interference dur-

ing the start of the recovery process of the lost token.

2.7.2. Token pass failure

After passing the token the station enters the check token_pass state and
waits for a response that will indicate that its successor has received the token and
is active. If a wvalid frame is heard on the medium, then the station which
transmitted the token assumes that the token pass has been successful. Otherwise it
assumes that the token pass has failed and transmits the token again. If the token
pass fails again, then the token holding station assumes that its successor station
has failed. The sender then sends an MAC control frame, the who_follows frame,
with its successor's address in the data field of the frame. This is to find the sta-
tion next to its successor so that the ring can be patched across its successor. If
there is no response for the first who_follows frame then it is transmitted for the
second time. If there is still no response then the token holding station transmits a
solicit_successor frame addressed to itself so that any station can respond to this
frame. Any operational station can respond to this request if it needs to be part of

the logical ring. Then the logical ring is reestablished by the process described in
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section 2.3. If all these attempts fail, then the station assumes that either all sta-
tions have failed or all stations have quit the ring or the medium is broken or its
own receiver has failed. In such situations the station stops attempting to maintain

the ring and remains silent.

2.7.3. Deaf station

A station with an inoperative receiver can disrupt proper operation of the net-
work because it cannot hear other transmissions on the medium. If such a station
is in the idle state then. when its “bus_idle_timer™ expires. it starts the claim_token
process as it senses an idle bus. After claiming the token, it switches to use_token
state and transmits its messages and will not be able to hear its successor claiming
the token. It will solicit successors and will not hear any response. If there are
any messages enqueued at this time it will switch back to use_token state and
transmit the messages. If there are no messages, then it sets “sole_active_station”
true. This is a Boolean variable used to mute stations that have faulty receivers. If
this variable is true then a station is prevented from claiming the token unless it
has data to send. This ensures that a station with a faulty receiver and with no

data to transmit remains passive.

2.7.4. Duplicate addresses

A Boolean variable “just_had _token™ is used to detect this error. This is set
true when the station passes the token and reset when the station hears a valid
frame from another station. If a station hears a valid frame with a source address
equal to its own and “‘just_bad_token” is false, then the station cannot have Sent
the frame, in which case there is another station with the same address. At this
point the MAC suﬁlayer informs the station management of such an error and

enters the off_line state.



CHAPTER 3

ACCESS_CLASSES

This chapter discusses the study of the priority feature of the IEEE 802.4
protocol. The first section of this chapter gives the details of implementation of
the priority mechanism, as specified by the standard. The role played by several
variables and timers in the implementation of the priority feature is discussed in
detail. An analytic expression for the token cycle time is developed for a network
with trafic at different priorities. This is discussed in section 3.2 of this chapter.
The analytic model bas been used to calculate the timer settings which ensure the
implementation of the priority feature. With known timer settings, the above
expression has also been used to calculate the range of network throughput to
obtain optimum service at each access _class. This is described in section 3.3 of this
chapter. Network configurations have been simulated with timers set to values cal-
culated from the analytic model. In the last section, thé results of these simula-
tions are discussed, followed by a comparison of the simulated results to the

expected values from the analytic model.

3.1. Priority service

The IEEE 802.2 logical link layer protocol is intended to operate with any of
the three MAC protocols: 802.3 CSMA/CD, 802.4 TOKEN BUS and 802.5 TOKEN
RING. The MAC sublayer as specified by the IEEE 802 committee offers 8 levels
of service to the LLC sublayer and higher level protocols. The LLC entity at each
station can request transmission of a frame at any of the 8 levels by means of the
service request primitive MA - DATA request. This primitive is a request from the

LLC entity to the MAC entity to transmit a data frame at the desired priority on

18
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the local area network. The MAC sublayer transmits the LLC frame at the priority
requested by the LLC entity.

The IEEE 802.5 protocol offers 8 classes of service for the LLC sublayer and
the higher level protocols. The 802.4 token bus protocol offers only 4 classes of
service for the LLC sublayer and the higher level protocols. These levels of service

are called access _classes. The access_classes in descending order of priority are

1) Synchronous access_class - class 6
2) Urgent_Asynchronous access_class - class 4
3) Normal_Asynchronous access_class - class 2

4) Time_Available access_class - class 0

The 1LC requests at priority levels 7 and 6 are mapped onto class 6; priorities 5
and 4 are mapped onto class 4; priorities 3 and 2 are mapped onto class 2; priori-

ties 1 and O are mapped onto class 0.
3.1.1. Variables and timers

3.1.1.1. Station management variables

The following parameters are specified by station management software at each
station. These parameters are used to implement the access class structure and to
limit the amount of time for which a station can transmit frames from any

access_class.

1) High_Priority_Token_Hold_Time (HPTHT) :

This is a network wide parameter which decides the amount of time each sta-
tion can transmit frames from the Synchronous access_class. i the priority option
is not implemented, then this is the maximum amount of time a station can

transmit messages before passing the token to its successor. This is an integer in
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the range O to 21 - 1 octet_times.

2) Target_Rotation_Times (TRTs) :

The station management software éets an upper bound on the token cycle time
for each of the lower three access classes. This is different for each access class,
and is the Target Rotation Time for each access_class. For each of the lower three
access_classes, the station measures the amount of time it takes the token to circu-
late around the logical ring. If the token returns to a station in less than the
Target_Rotation_Time, then the station can send messages of that access_class until
the Target Rotation Time is reached. If the token returns after the
Target_Rotation Time is reached, then the station cannot send frames of that

access_class on this pass of the token. The Target_Rotation Time for each

access_class can take on values in the range O to 22! - 1 octet_times.

3) Max_Ring_Maintenance_Rotation_Time :

This variable serves two purposes. It determines the maximum token cycle
time when used in conjunction with the priority scheme. The second function is
related to the solicit successor procedure to admit new stations into the ring. If the
token cycle time exceeds the max_ring rmaintenance_rotation time, the station does not
open response windows to solicit successors into the ring. The solicit successor pro-
cedure is deferred until the token cycle time is less than the

Max_Ring _Maintenance_Rotation_Time.

3.1.1.2. Timers

The following timers are used to implement the priority scheme and limit the
amount of time a station can transmit messages at any access_class. Each of these
timers bhas a granularity of one octet transmission time.

1) token_rotation_timers (trt) :
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Each station in the ring which implements the priority scheme provides a
token_rotation_timer for each of the three lower access classes. Each is a countdown
timer. Each timer counts down to zero from a value equal to the TRT of the
access_class with which it is associated. The timers stop counting when they reach
zero, at which point their status is considered “expired”’. When a station considers
transmitting messages at an access_class, the token_hold timer is loaded with the
residual value in the token_rotation_timer associated with that access_class and the
token_rotation_timer is reloaded with the Target_Rotation Time for that access_class.

At network initialization, these priority timers are set to a value of zero.

If a timer associated with an access_class has expired when a station receives
the token, then that station cannot send messages of that priority on this pass of
the token.

2) ring_maintenance timer :

The ring maintenance timer at each station measures the time it takes for the
token to circulate around the logical ring. This timer, in conjunction with the
max_inter_solicit_count, determines how often response windows are opened to soli-
cit successors. Initially it is set to the value, ring_maintenance_timer_initial_value.

3) token_hold_timer :

This timer limits the amount of time a station can transmit messages at any
access_class. This is a countdown timer. It stops counting when it reaches a value

of zero, at which point, its status is considered to be “expired”.

When a station receives the token, it enters the use_token state, loads this
timer with the High Priority Token_Hold Time and transmits frames at the Synchro-
nous access_class. After transmission of frames at Synchronous access_class, if the
priority feature is implemented, then the residual time from the current

token_rotation_timer is loaded into the token_hold timer. The station can send mes-
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sages at an access_class until the expiration of the token_hold_timer:

3.1.2. Implementation of the priority feature

The implementation of the priority feature by any station is optional. Any
station not implementing the priority feature will transmit all its frames at the
highest priority. A station which does not use the priority feature can transmit
frames at the highest priority, up to a maximum time set by station management
software: the High Priority Token Hold Time. Every station is guaranteed this
amount of time to transmit messages at this priority. When a station receives the
token, it enters the use_token state and loads the token_hold_timer with the
High_Friority Token Hold Time. The station transmits frames from the Synchronous
class until the queue is emptied or until the expiration of the token_hold_timer.
When either of these two events occur, the station enters the check_access_class
state. This MAC state controls the transmission of frames for different
access_classes. In this state the station checks for enqueued messages at any of the
lower three access_classes. It transmits the messages at each access_class if the timer
associated with that access class has not expired. After entering the
check_access _class state, the station takes the following actions, if there are mes-
sages enqueued in the lower access_classes :

1) It decrements the current access_class.

2) It loads the token_hold_timer with the residual time in the
token_rotation_timer. If the token_rotation_timer has expired, then frames of this
access_class cannot be transmitted on this pass of the token. In such a case, the
station enters the check_access _class state and repeats the above actions.

3) It reloads the token_rotation_timer with the value of the Target_Rotation Time
for that access_class.

4) Tt then returns to the use_token state. The station is allowed to transmit
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frames of this access class until the expiration of the token_bold_timer. When this
timer expires, the station again enters the check access_class state. Thus the station
alternates between use_token and check access class states until the lowest

access_class is served.

When implemented by a station, the priority scheme allocates network
bandwidth to lower priority traffic only when there is no higher priority traffic and
the token_hold timer has not expired. By suitably setting the Target Rotation Time
of each access_class, it can be ensured that this scheme gives preference to frames
of higher priority. This implies that the transmission of Time_ Available messages
should not delay the transmission of Normal Asynchronous messages and in turn
the transmission of Normal Asynchronous messages should be secondary to that of
Urgent_Asynchronous messages. To achieve this, the Target_Rotation Times should be
set to values in the following order :

TRT,, > TRT,, > TRT,.

Due to this setting, the token_rotation_timer of the Time_Available access class
¢xpires sooner than the token rotation_timer of the Normal_Asynchronous
access_class; similarly the token_rotation_timer of the Normal_Asynchronous
access,_class expires sooner than the token_rotation_timer of the
Urgent_Asynchronous access_class. Hence there is more time to transmit messages
from the Normal Asynchronous class as compared to messages from the
Time_Available class and more time available to transmit messages from the
Urgent_Asynchronous class as compared to messages from the Normal Asynchronous

class. Thus this scheme clearly gives preference to messages of higher priority.
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3.2. Analytic model for the token cycle time

In this section an analytic expression is developed for the token cycle time of
a network carrying traffic at different priorities. The token cycle time increases as
the offered load is increased. The amount of service at an access class depends upon
the TRT setting of that access_class and the token cycle time seen by that
access_class. As the token cycle time exceeds the TRT of an access_class, messages
from that access_class will not get transmitted on thé same cycle as they arrive

and will therefore suffer longer queueing delays.

The range of network throughput over which optimum service can be obtained
at an asynchronous access_class can be calculated from the expression for the token
cycle time. This expression can also be used to calculate the network throughput at
which the service time at an asynchronous access_class reaches a maximum, if the
individual TRTs are known. If the message arrival rate at each access class is
known, then TRTs for each access class can be calculated which will yield the

maximum possible service until the specified throughput is reached.
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3.2.1. Definitions

An active access_class at a station is termed a server. The following notation
is used:

Xy = duration of a token transmission (seconds/token transmission).

ta
!

£ the Synchronous access_class.

ua = the Urgent_Asynchronous access_class.

na = the Normal Asynchronous access_class.

ta = the Time_Available access_class.

Az E= the mean message arrival rate at each server of an access class,

where ac is 5. ua, na or ta.

S = the set of all Synchronous access_class servers.

UA = the set of all Urgent_Asynchronous access_class servers.
NA = the set of all Normal Asynchronous access_class servers.
TA = the set of all Time_Available access_class servers.

R = set of all distinct servers on the logical ring

(S. UA, NA, TA).

e
%
i

= the mean message arrival rate at server xeR {messages/second).
HFTHT = the High Priority Token_ Hold Time.
TRT, = the Target_Rotation Time at server xe(UA, NA,TA).

TRT,, = the Target_Rotation_Time at each server of an access_class,
where asy is ua, na, or ta.
TCT, ;% the time from the end of the (i—1)" service period

until the beginning of the i service period (seconds)

token circulation time as seen by server x on the " token cycle,

i.e., the time interval for which the token is away from x.
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time from the end of the (i —1)¥ service period until

the end of the i*" service period (seconds).

token cycle time as seen by server x on the i token cycle.

the number of message arrivals at x during the interval from the end of
the (i—1)" service period until the end of the i** service period.
the number of messages enqueued at server x
after the (i—1)* service period.
time required to transmit n messages (octet_times).

residual time in the token_hold_timer {octet_times).

the effective amount of time which a server can transmit messages.
max{0,t + f(1) — one octet_time) octet_times.

duration of the i service period.
average service time available to every server of an access class,

where ac is s, ua. na or ta.

26
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3.2.2. Assumptions

In the following section, an analytic expression for the token cycle time of an
802.4 network is derived. The derivation is based on the following assumptions
about the characteristics of the network:

1) The protocol management overhead is assumed to be negligible (refer to section
2.5)

2) Stations are permanent members of the logical ring.

3) Each station has traffic at all four access_classes.

4) The message arrival at each station follows a Poisson process.

5) Messages from all the servers are of constant length [, bits and take X,
seconds for transmission.

6) All Synchronous access_class servers have the same HPTHT setting.

7) Each station has HPTHT set to the maximum allowed value (52.43 msec for a
10 Mbps bus). Hence messages from the Synchronous access class normally are
transmitted on the same token cycle as they arrive.

8) All servers of the same priority have identical trafic.

9) All servers of the same priority have the same TRT settings.

10) The TRTs are set in the order TRT,, > TRT,, > TRT,,.

11) Each active access_class has N servers.
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3.2.3. Token cycle time

The token cycle time seen by server x on the i token cycle is

TCx_,- mTCTx’,‘ "f"’TSx‘i. (1)
The time interval during which the token is away from server x (7CT, ;) can be

expressed as the sum of

1) N-X; and
2) the sum of the i service period at all servers other than server x.
This can be expressed as

TCTX_; =N -Xr + ZTS,’; + z TS,',' + E TS,'i + z TS_.,-',' )
seS selA seNA seTA

for all s # x.
The token cycle time seen by server x on the i”* token cycle from equations

(1) and (2) can be expressed as

TCs =N X + ETS,;; + LTS+ T IS+ LTS +TS, (3)
sel/A sENA seTA

for all s = x.

Assuming an average service time at each server, the average token circulation

time can be expressed as

TCT, = er+zr§+zm+zﬁ+}:f3‘ : (4)

selid seNA selA

for all s = x.

The average token cycle time is then

IC, = NXT+}:TS+2H+EIS'+}:T’S+TS (5)

selA FENA selA
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for all s # x.

Since x can be either a synchronous server (x€S) or an asynchronous server

(xe(UA, NA,TA)), equation (5) can be rewritten as

IC,=N-Xr+ XI5 + LT85, + LTS5, + XL T3,. (6)
FXAY

sella seNA selA

It follows from assumptions 4, 5, 6, 8 and 9 that the average service time is
identical for all servers of the same priority. Hence the average token cycle time
seen by all servers of the same priority is the same. It also follows from assump-
tions 4, 5, 6, 8 and 9 that the average token cycle time seen by every access_class
is the same. Hénce the average token cycle time for the network can be expressed

as
TC=NXr +NT8, + NITS,. + NTS,, + N TS, n

The above equation can be expressed as

ICT=N-Xy + N(IS, + T8, + TS5, +I%,.). (8)

From the above equation it can be seen that the token cycle time can be expressed

as the sum of

a) the token pass times, and

b) the time taken to transmit the messages from all stations.

Hence the above equation can be expressed as
TC =N Xr+N Xy A (9)

where A denotes the mean number of messages transmitted per station during an

average token cycle.
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3.2.4. Service time

The amount of time available to any server on any token cycle is limited. If
x is a Synchronous server then it is guaranteed a certain amount of time on each
token cycle. This can be expressed as
TS, ; = min(eff (HETHT), f (Qvs + Axi)). (10)
A station starts transmitting messages when there is residual time in the
token_hold_timer (refer to section 3.1.1.2). The transmission of a message started
just before the expiration of the token_hold_timer will be completed even if it runs
past the expiration of the timer. Hence the amount of time a station can transmit
messages can exceed the actual residual time by up to the time taken to transmit a
single message, i.e., f(1). Hence the actual time available to serve messages is
eff(t), where t is the residual time in the token_hold_timer. If x is an asynchro-
nous server then the amount of time available on any token cycle depends upon
the residual time in the token hold timer (refer to sections 3.1.1 and 3.1.2). This

can be expressed as

mineff (TRT, —ICT,; ). f(Qu: + Ay;)) TCT,; < TRT,
TS.:=1p ICT,; 2 TRT,

If x is a synchronous server then the average service time of x can be expressed as

(11

T3, = min(eff (HPTHT), f(J, + &, )). (12)

If x is an asynchronous server then the average service time of server x can be

expressed as

min(eff (TRT, —TCT, ). f(J, + A, ) ITCT, < TRT,

13
TS =1o CT, > TR, a3

Assuming an average arrival rate of messages A, at server x, the number of mes-
sages that have arrived while

a) the token is circulating around the ring and
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b) x is being served on the i®® token cycle is
Axi = A TCTy ; + Ay TS ; = Xy TC, ;. (14)
Hence the average number of messages that have arrived at server x during an

average token cycle can be expressed as

A, =i 1IC (15

Let X3 be the time taken to transmit a message. Then the time taken to
transmit the average number of messages that have arrived at a server X can be
expressed as Xy ‘A, TC, from equation (15). As long as the time to transmit all
the messages that have arrived is less than or equal to HPTHT (if x is a synchro-
nous server), or less than or equal to (TRT,, —TCT) if x is an asynchronous
server, the average service time at server x can be expressed as I3, = f (T, + 4,).
This is true for TC SHPTHT and TC&TRT,,. In the region TC < HPTHT it can
be assumed that all the messages from the Synchronous access class get transmitted
during the same token cycle. Also in the region FC € TRT,; it can be assumed
that all the messages from that access class and from access classes of higher prior-
ity that have arrived during a particular token cycle get transmitted during the
same token cycle. Hence (), can be considered to be negligible. Eliminating {,
from equation (13) and substituting the value of A, from equation (15), the aver-

age service time can be expressed as

T8, =718, =X, A, IC. (16}

Traffic from each access_class gets served in the order of priority, starting
from the Synchronous access_class, and if sufficient time is available, lower
access _classes also get service. The average service time at each of the lower three
access_classes can increase with an increase in offered load from that access_class
until the average token cycle time equals the TRT of that access class. Thus the

throughput which results in a token cycle time of TRT for an access_class,
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corresponds to the throughput wuntil which maximum possible service can be

obtained at that access_class. A definition of throughput is given in [Weaver 85].
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3.3. Determining TRTs

A problem faced by token bus network designers and operators is the selection
of Target Rotation Times which will implement a desired priority scheme. It is pos-
sible to determine the individual TRT setting of an access_class so as to obtain
maximum possible service (most of the messages get transmitted within one token

cycle) at an access class until a specified throughput is achieved.

If the designer decides that the Time_Available access_class should receive
maximum possible service until the network throughput is o, where 0 S a £ 1,
then
_ N -Ayly

C IC,
where A, = mean number of messages transmitted per station per token cycle at a

an

[+

throughput of «. Solving for A,

aCIC,
N 'IM '
From the discussion in the previous section, it follows that maximum possible ser-

Ay = (18)
vice at an access_class can be obtained in the region where TC € TRT,,. Hence the
average number of messages that arrive during the time interval TC, (region where
TC« € TRT,, ) should equal the mean number of messages transmitted in this time
interval, ie., Ay. Hence

A=y + Ay + Ay + A,) TC,,. (19)
Substituting for A, in equation (18) we obtain the sum of As to be

o

Many combinations of individual message arrival rates will yield the unique sum

A F A A tA = (20)

satisfying the above equation. From equation (9) the token cycle time can be

expressed as
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TC, =N -Xr + N Xy Ao ‘ (21)

Substituting for A, from equation (19) yields

TCo= N Xr + N Xps (A + Mg + Apg + A ) TC. (22)
Since the Time_Available access_class should receive maximum possible service until
a throughput of o, it follows from the discussion of service time in the previous
section that the token cycle time at this throughput decides the TRT of the
Time_Available access_class. Hence solving for eff (TRT,,) = IC, .

N ‘XT

T=N Xy O A T ¥ (23)

eff (TRT,,) =

which is the effective value of the Time_Available Target_Rotation_Time.

As the offered load increases, increasing the network carried load beyond «a,
the token cycle time increases beyond the TRT of the Time Available access_class.
Hence service to the Time Available access class class gets reduced and eventually
drops to zero (when ICT,, equals TRT, as given by equation (13)). Hence the
trafic from the Time_Awvailable access class does not contribute to the network
throughput anymore. Hence the load carried by the network is contributed by the

upper three classes alone.

If the designer determines that the service at Normal_Asynchronous access_class
should reach a maximum when the network throughput is 8 where 0 S a < g £ 1,
then
- N Agly

C TCg
where Ag = mean total number of messages transmitted per station per token cycle

B (24)

at a throughput of B. Solving for Ag,
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- BCTCs
Aﬁ“‘“-—w.

From the discussion in the previous section, it follows that the maximum possible

23

service at an access_class can be obtained in the region where TC & TRT,,. Hence
the mean number of message arrivals during the time interval ICy should equal
the mean number of messages transmitted during that time interval, ie., Ag.
Hence

Ag= O + Xy + Ma) TC. (26)
Substituting for Ag in equation (25) we obtain the sum of message arrival rates of

the upper three access_classes to be

BC
Ny

Many combinations of individual message arrival rates will yield the unique sum

in equation (27). From equation (9) the token cycle time can be expressed as
T(-fﬁ =N 'XT + N 'XM 'Ag. (28)

Substituting for Ag from equation (26) yields

TCs= N -Xpr + N Xy (A + Mg + N0 ) TC 29
Since service at the Normal Asynchronous access_class should be maximum at a
throughput of B. it follows from the discussion of service time in the previous
section that the token cycle time at this carried load decides the TRT of the
Normal_Asynchronous access_class. Hence solving for eff (TRT,,)=ICpg.

N ’XT

D (VLS W W (30)

eff (TRT ) =

which is the effective value of the Normal Asynchronous Target_Rotation_Time.

As the offered load increases, increasing the network throughput beyond 8. the

token cycle time increases beyond the TRT of the Normal Asynchronous
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access_class. Hence service to the Normal_Asynchronous class gets reduced and even-
tually drops to zero (when TCT,, equals TRT,, as given by equation (13)). Hence
the traffic from the Normal Asynchronous access_class does not contribute to the
network throughput anymeore. Hence the load carried by the network is contributed

only by the upper two classes.

If the designer determines that the service at Urgent Asynchronous access_class
should reach a maximum when the network throughput is ¥y where
0S€Sa<B<y<1, then

N ZM
=4 (31)

cIC,
where A, = mean total number of messages transmitted per station per token cycle

Y

at a throughput of y. Solving for A,,

C IC
A, = “ZWz' (32)

From the discussion in the previous section, it follows that the maximum possible
service at an access_class can be obtained in the region where TC & TRT,, and in
this region messages get transmitted on the same token cycle as they arrive. Hence
the number of messages that arrive during the time interval 7T, should equal A,.
Hence,

A, = +2,) 1T, (33)
Substituting for A, in eguation (32) we obtain the sum of message arrival rates at

the upper two access_classes to be

(34)
It can be seen that many values can be chosen for the individual message arrival
rates provided that their sum yields the value obtained from the above equation.

From equation (9) the token cycle time can be expressed as
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TC',, = N 'XT + N ‘XM A’Y (35)

Substituting for A, from equation (33) yields

IC, =N Xr + N Xy (A + A,,)TC,. (36)
Since service at Urgent_Asynchronous access class should be maximum at a
throughput of 7y, it follows from the discussion of service time in the previous
section that the token cycle time at this throughput decides the TRT of the
Urgent_Asynchronous access_class. Hence solving for eff (TRT,,) = 1T, ,

N Xy
=N X On, F A)

eff (TRT,) = 1 (37)

which is the effective value of the Urgent_Asynchronous Target Rotation Time.

As the offered load increases, increasing the network carried load beyond ¥ C,
the token cycle time increases beyond the TRT of the Urgent_Asynchronous
access_class. Hence service to the Urgent_Asynchronous class gets reduced and

finally drops to zero when I'CT,, equals TRT,, as given by equation (13).
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3.3.1. An example

This section illustrates the calculation of TRTs for a network configuration
using the equations derived in the prev.ious section. Consider a 32 station network
with each station offering service at all four access_classes, with identical traffic at
all servers of an access class. The bus capacity is 10 Mbps. The size of data
frames is 272 bits including framing. Tokens are 112 bits in length and require
16.2 microseconds (including 50 bit times of propagation delay) for transmission.

N = 32
Xy = 0000272 seconds = 27.2 microseconds.

Xr = .0000162 seconds = 16.2 microseconds.

Suppose that the user decides that the Time_Available access_class should
receive maximum possible service until a throughput of 0.18 where a = 0.18. Then

the sum of As as given by equation (20) is

aC _ (0.18)-(107)
NIy 327272

Individual As are chosen such that their sum is equal to the above value. Substi-

Ag t Ay tAy, FAL = = 207 messages per second.

tuting the above value in equation (23),

N Xr

T=NXy Ry F heg F Mg ¥ Aig)
_ 32-16.2-10°°

1—32272107%-Q207)

eff (TRT,,) =

= (0.632 msecs.

Suppose that the user decides that the Normal Asynchronous access_class
should receive maximum possible service until a throughput of 0.24 where B =

0.24. Then the sum of As as given by equation (27) is

f 7
L

Individual As are chosen such that their sum is egual to the above value. Substi-

= 275 messages per second.

tuting the above value in equation (30),
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N -Xr _ 32162107

= = 0.6821 )
1—=NXp (A + A + Ae) 1-32272-107°-(275) msees

eff (TRT,,) =

Suppose that the user decides that the Urgent Asynchronous access_class should
receive maximum possible service until a throughput of 0.44 where y = 0.44.

Then the sum of As as given by eguation (34) is

- yC _ (044)-(107
A tda = N = —33am

Individual As are chosen such that their sum is egual to the above value. Substi-

= 505 messages per second.

tuting the above value in equation (37),

N-Xr _ 32-16.2-107¢

- = 0.9256 :
TN Xy {h ¥ Ay 1—3227.2-105005) msees

off (TRT,) = ~

From the effective values of TRTs calculated in the above equations, the
actual values of TRTs are given by (eff (TRT,;) — f (1) + 1 octet_time), where £(1)
is equal to 34 octet_times, eff (TRT,) is 790 octet times, eff (TRT,,) is 852
octet_times, eff (TRT,,) is 1157 octet_times, and the values are
TRT,, = 0.6056 msecs.

TRT,, = 0.655 msecs.
TRT,, = 0.8992 msecs.
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3.4. Predicting peak throughput points for known TRTs

If the user knows the TRT of each access_class, then it is possible to deter-
mine the throughput until which an access_class receives maximum possible service
(messages get transmitted on the same token cycle as they arrive). Thus the range
of carried load (throughput) over which optimum service can be obtained at an

asynchronous access _class can be predicted.

If TRT,, is known, it is possible to calculate the throughput until which mes-
sages from the Time_Available access_class get tranﬁmitted on the same token cycle
as they arrive. From the discussion on service time in section 3.2.4 it follows that
the Time_Available access_class receives maximum possible service until the token
cycle time reaches I'RT,. This value can be calculated from equation (9) with
IC = eff (TRT,;). Hence rewriting equation (9) with TC = eff (TRT.,).
eff TRT,,) = N Xr + N Xy “Aug max (38)
where Ay o is the maximum value of the mean number of messages that can be
transmitted per station per token cycle in the region where T € TRT,. Solving

for A max in the above equation,
4 max N ’XM )
Hence the throughput until which maximum possible service can be obtained at the

(39)

Time_Available access_class (at which point IC = TRT,,) is calculated as

N 'A-ta_max Ing
Ceff (TRTm )

Hence to obtain maximum possible service at Time_Available class until this

(40)

throughput, the average number of arrivals within a time interval of TRT,, should

equal the number of messages that were transmitted in this interval. Hence

s + Aue + Mg + A )eff (TRT,,) = Ay -
Solving for the sum of As the above equation can be written as
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O+ Aug A A,,,)m%’}*%. (41)

Note that many combinations of individual message arrival rates can yield a unigue

sum satisfying the above equation.

Knowing the value of TRT,, it is possible to determine the throughput until
which Normal Asynchronous access_class receives maximum possible service. From
the discussion on service time in section 3.2.4 it f{follows that the
Normal Asynchronous access_class will receive maximum possible service until the
carried load results in a token cycle time of TRT,,. This value can be calculated
from equation (9) with IT =eff (TRT,,). Hence rewriting equation (9) with
IC = eff (TRT W),
eff (TRT,,) = N -Xr + N Xpsr ‘Ana_max (42)
where A,m_m is the maximum number of messages that can be transmitted in the

region TC € TRT,,. Solving for Ay max in the above equation,

_ eff TRT,,.)— N Xr
An.awmx = N XM . (43)

Hence the throughput until which maximum possible service can be obtained (at

which point 7C = TRT,,) at the Normal Asynchronous access_class is calculated as

N 'Ar;ammx v
Ceff TRT .’

Hence to obtain maximum possible service at the Normal_Asynchronous class until

(44)

this throughput the number of arrivals within a time interval of TRT,, should
equal the number of messages that got transmitted. Hence

(A, + A, t Am)*eﬂ’(TRTm) = Am__mx'
Solving for the sum of As the above equation can be written as

_ Dasmex
Oy + Mg + Ang) =FORY" (45)

Note that many combinations of individual message arrival rates can yield a unique

sum satisfying the above equation.
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From the discussion on service time in section 3.4 it follows that service at
Urgent_Asynchronous access_class reaches a maximum when the network throughput
results in a token cycle time of TRT,, . This value of the carried load can be cal-
culated from equation (9) with IC = eff (TRT,,). Hence rewriting equation (9) with
TC = eff (TRTw ).
eff (TRT W) = N Xr + N Xps ‘Ava max (46)
where Ay mox IS the maximum number of messages per station per token cycle that
can be transmitted in the region TC € TRT,,. Solving for Aua mex in the above

equation

_ eff (TRT,)— N Xr
Aua o = N X '

Hence the throughput until which maximum possible service can be obtained at the

4m

Urgent_Asynchronous access_class is calculated as

N B e )
Cef TRTL) 48

Hence to obtain maximum possible service at Urgent_Asynchronous access_class until
this throughput, the number of arrivals within a time interval of TRT,, should
equal the number of messages that got transmitted. Hence

s+ Mg )eff (TRT W) = Aua_max -
Solving for the sum of As the above equation can be written as

O + X)) “ﬁ%' (49)

Note that many combinations of individual message arrival rates can yield a unigue

sum satisfying the above equation.
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34.1. An example

This section illustrates the calculation of the peak throughput point for a
given TRT setting, until which each access class receives uncurtailed service. The
illustration is for a network configuration with 32 stations. Each station offers ser-
vice at all four access classes. Traffic in an access class is identical for all stations.
The bus capacity is 10 Mbps.

N = 32

Size of data frame = 272 bits including framing.
Size of token = 112 bits

Xpr = 0000272 seconds = 27.2 microseconds

Xy = .0000162 = 16.2 microseconds

Supppose the user decides the TRTs to be
TRT,, = 0.9 msecs = .0009 seconds
TRT,. = 0.8 msecs = .0008 seconds
TRT,, = 0.7 msecs = .0007 seconds.
The effective values are 0.9264, 0.8264, and 0.7264 msecs respectively. From

equation (39),

Ay, =8 TR) =N Xr _ 07272107~ 3216.2-107¢
e N Xy 32272°107°

From equation (40) the throughput can be calculated as

= 0.240 messages per token cycle.

N Bama ly _ 320240272 _ g
CTeff TRT,) 107-0.7272-103 7

Hence messages from Time_Available access_class can get transmitted without

suffering large queueing delays until a throughput of 0.29. From equation (41) the

sum of As is

Ara max = 0.240 = 330 messages per second
T TR 0272163 §es pe '

s A FAp FA0) =

Note that many combinations of individual message arrival rates can yield a unique
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sum satisfying the above value.
From equation (43),

Ay = T TR =N Xr 08272107 — 32162107
- N Xy 3227.2-107°

From equation (44) the throughput can be calculated as

= (0.354 messages per token cycle.

N BDuomax In . 320.354-272
Ceff TRT,,) 107-0.8272-1073

Hence messages from Normal Asynchronous access_class can get transmitted as they

= 0.37.

arrive until a throughput of 0.37. From equation (45) the sum of As is

. Daamex  _ 0354
s + A + A0 = TORY = 53393 7553 = 429 messages per second.

Many combinations of individual message arrival rates can yield a unique sum

satisfying the above value.
From equation (47),

Ay, = (TRTy) ~ N Xr _ 0.9272-107° - 32-16.2-107
-mex N Xy 32:27.2-107°

From equation (48) the throughput can be calculated as

= 0.470 messages per token cycle.

N Bty _ 320470272 _ (.
Cef URT,,) 107-0.9272-1073 T

From equation (49) the sum of As is

~ Pumx _ 0470 _
(hs + Am) “Wu—‘j - W bl 507 messages Per Second.
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3.5. Comparison and conclusions

In order to verify the values derived in sections 3.3 and 3.4, network
configurations have been simulated with the various parameters set to values

derived in the above mentioned sections.

The simulator used for this purpose was designed and developed by Catherine
F. Summers [Summers 85). The simulator can generate reports about important net-
work characteristics such as throughput, bus utilization, delivery time of a message,
queue lengths in the stations in the network, statistics on network usage and

statistics on service at each station.

The TRTs have been set to values derived in the previous sections. A series of
network configurations have been simulated to show the variation of different
parameters with throughput. The individual message arrival rates at each
access_class have been varied from one simulation to another, to increase the total
offered load. The results obtained from the reports have been displayed in graphi-

cal form and discussed in the next section.

3.5.1. Comparison of simulation results with derived values

This section discusses the results obtained from the simulations of network
configurations discussed in the previous section. It can be observed from Figure 3.1
that average service time at the Time Available access class keeps increasing until a
throughput of about 0.18. As the throughput iﬁcreases further. the average service
time starts falling and eventually drops to zero. From Figure 3.2 it can be
observed that the average delivery times are reasonably low until the network
throughput is 0.18. This shows that most messages are getting transmitted on the
same token cycle as they arrive, Beyond a throughput of 0.18 the token cycle time
has exceeded TRI,. This can be observed from Figure 3.7. Hence the

Time_Available class is getting reduced service. Hence messages are suffering higher
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queueing delays, so the delivery times are increasing exponentially in this region.

This can be observed from Figure 3.2.

The T'RT,, value was calculated in section 3.3.1 so as to achieve maximum
possible service until a throughput of 0.18. The results of the simulation agree

with the expected values very closely.

It can be observed from Figure 3.3 that the average service time at the
Normal_Asynchronous access_class keeps increasing wuntil a throughput of about
0.24. As the throughput increases further, the average service time starts decreasing
and drops to zero. From Figure 3.4 it can be observed that the average delivery
times are reasonably low until the network throughput is 0.24. This indicates that
most messages are getting transmitted on the same token cycle as they arrive.
Beyond a throughput of 0.24 the token cycle time has exceeded TRT,,. This can be
seen from Figure 3.7. Hence the Normal_Asynchronous class is getting reduced ser-
vice leading to higher queueing delays. Hence the delivery times rise exponentially

in this region. This can be observed from Figure 3.4.

The TRT,, value was calculated in section 3.3.1 so as to achieve maximum
possible service until a throughput of 0.24. From the above discussion it follows

that the results of the simulation agree with the expected values very closely.

It can be observed from Figure 3.5 that the average service time at the
Urgent_Asynchronous access_class keeps increasing until a throughput of about 0.44.
As the throughput increases further, the average service time starts decreasing.
From Figure 3.6 it can be observed that the average delivery times are reasonably
low until the network throughput is 0.42. This indicates that most messages are
getting transmitted on the same token cycle as they arrive. Beyond a throughput of
0.42 the token cycle time has exceeded TRT,, and hence the Urgent_Asynchronous

class is getting reduced service. This can be observed from Figure 3.7. Hence mes-
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sages are suffering higher queueing delays. Hence the delivery times rise exponen-

tially in this region. This can be observed from Figure 3.6.

The calculations in section 3.3.1 showed that maximum possible service can be
obtained at Urgent_Asynchronous access_class until a throughput of 0.44. The same

is illustrated by the simulation results.
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3.5.2. Comparison of simulation results with derived values

It was predicted in section 3.4.1 that uncurtailed service at the Time_ Available
access_class can be obtained (for the cohﬁguration discussed in section 3.4.1) until a
throughput of 0.29. From Figure 3.8 it can be observed that average service time is
increasing until a throughput of about 0.34. The delivery time of messages from
the Time_Available access class is reasonably low up to a throughput of about 0.3.
Beyond this value the delivery time increases exponentially due to reduced service
and hence leading to exponentially growing queue lengths. This can be seen in Fig-
ure 3.9. The service is reduced because the token cycle time has exceeded the TRT,
in this region. This can be observed from Figure 3.14 which shows the variation of
token cycle time vs. throughput. This shows that simulation results agree very
closely with the result derived in section 3.4.1 for the Time_Available access _class.
In section 3.4.1 it was demonstrated that maximum possible service can be obtained
at the Normal_Asynchronous access class, for the configuration discussed in section
3.4.1 until a throughput of 0.37. From Figure 3.10 it can be observed that average
service time is increasing until a throughput of about 0.38. The delivery time of
messages from Normal Asynchronous access class is reasonably low wupto a
throughput of about 0.38. Beyond this value the delivery time increases exponen-
tially due to reduced service and hence exponentially growing queue lengths. This
can be observed from Figure 3.11. The service is reduced because the token cycle
time has exceeded the TRT),, in this region. The variation of token cycle time as a
function of throughput can be observed from Figure 3.14. Hence it can be seen
that simulation results agree very closely with the expected result in section 3.4.1.
For the network configuration discussed in section 3.4.1 the expected value of
throughput until ‘which wuncurtailed service can be obtained at the
Urgent_Asynchronous access_class was calculated as 0.44. From Figure 3.12 it can

be observed that average service time is increasing until a throughput of about



56

25
o~
o
o 0.7 msec TRT TA *
o
M 20
g
15 |
:
)
Q 10 L.
;
]
(1]
) 501!.
)] 3
o
)
2
-t}
0.0 I T T | Y T T T T
0.1 0.2 03 04 05 06 07 08 0.9
Throughput
Figure 3.8

Average service time for Time_Available class



(msecs)

Average delivery time

10000

57

0.7 msec TRT TA &

LOMRE SR B AL

1000

T lTl!!llf
—

100 | j

1 E!lllil‘
—

10 /

L) I EEL]]

hN

e/é‘
0.0
0.1 02 03 04 05 0.6 07
Throughput
Figure 3.9

Average delivery time for Time_Available class

0.8

0.9




58

75
P—
n
Q 0.8 msec TRT NA *
o
o
& 6oL
8
45 |
g
-
O 30 L
£
QO
m
Q 16 L.
&b
<]
]
S
= N
0.0

1 1

Throughput

Figure 3.10
Average service time for Normal_Asynchronous class

04 02 03 04 05 06 07 08

0.9




39

10000,
? 0.B msec TRT NA O
_ )
]
g 10000
g :
) : fﬁ
100 | /
© ]
g |
é? 10L /
= : .
CRE: /
s L /
5 s
> i ‘
0.0

01 0.2 03 04 05 06 07 08 0.9

Throughput

Figure 3.11
Average delivery time for Normal Asynchronous class



60

280
o~
w0
4]
@
/]
g
& 2000
!
1501
:
=
© 100L
’E
(3
n
© 50 |
)
o
b
o
<
0.0

0.9 msec TRT UA *

0.1

02 03 04 05 0.6 07 0.8

Throughput

Figure 3.12
Average service time for Urgent_Asynchronous class

0.9




61

0.44. The delivery time of messages from the Urgent Asynchronous access_class is
reasonably low up to a throughput of about 0.44. Beyond this value the delivery
time increases exponentially due to reduced service and hence exponentially growing
gueue lengths. Figure 3.13 illustrates this. Tﬁe service is reduced because the
token cycle time has exceeded the TRT,, in this region. This illustrates that simu-
lation results agree very closely with the expected result in section 3.4.1 for the

Urgent_Asynchronous access_class.

Thus this study illustrates that choosing the TRT wvalues in the order
TR > TRTM > TRT,, ensures the proper implementation of the priority feature.
Also by suitably choosing the TRT value at each access _class, a designer can decide
the range of throughput over which an access_class receives optimum service and

hence messages do not suffer large queueing delays.
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CHAPTER 4

DYNAMIC RING MEMBERSHIP

This chapter discusses the study and analysis of the performance of a
dynamic 802.4 network, ie., a network of stations which can join and leave the
ring as dictated by their traffic. The role played by several variables and timers
in allowing the stations to be transient ring members has been discussed in the
first section of this chapter. An analytic expression for the token cycle time for a
network with a single transient ring member has been developed. The delivery
times of messages from the station which is a transient member also has been
predicted analytically. Network configurations with a single station joining and
leaving the ring as dictated by the traffic in its queues have been simulated to
observe the effect of transient ring membership on the network. In the last section
of this chapter the simulation results have been discussed, followed by a com-

parison to the expected values from the analytic model.
4.1. Variables and timers

4.1.1, Variables

In an IEEE 802.4 network, stations can join and leave the logical ring as dic-
tated by the traffic in their gueues. Specific variables and timers are used to imple-
ment this feature. The following variables at each station take part in allowing a

station to be a transient member :

1) max_inter_solicit_count (MIC) :

This variable can take on values in the range 16 to 255. This variable in

addition to the ring maintenance timer determines how often a station opens

64
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response_windows to solicit successors into the ring. A station solicits successors

into the ring once in every MIC number of token cycles.

To prevent all stations in the ring from opening response windows during the
same token cycle the actual value used for the max inter_solicit_count is changed
by each station by rerandomizing the least significant two bits of the variable at

least every 50ms or after every use.

2) ring_maintenance_timer_initial_value:

This variable can take on values in the range O to 22! - 1 octet_times. This
determines the initial value of the ring maintenance token_rotation_timer. A large
value will cause the station to solicit successors immediately on entry into the
ring.

3) any_send_pending :

This is a Boolean variable which is set "TRUE” if the station has enqueued

messages, otherwise it is set “FALSE".
4) in_ring desired :

A Boolean variable which is set “TRUE" if the station desires to join the log-

ical ring and has messages pending transmission.

5) inter_solicit_count (IC) :

This takes on values in the range O to 255. The value of this variable deter-
mines when the station opens response windows. Before passing the token to its
successor, every station decrements the .value of the inter_solicit_count. If this value
is zero and if the token cycle time is less than max_ring_mainfenance_rotation_time,
then the station opens response_windows to solicit successors. Otherwise it passes

the token to its successor. If the value is zero and there is no response during this
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time interval, then this wvariable is reset to max_inter_solicit_count and another
count down process is started. However if any response is heard during the
response_window then the inter solicii_count remains at zero until such a token

cycle that there is no response for the entire response_window interval.

6) heard ¢

This is a three state variable used in the await response state. The three
States are

a) nothing ¢

The sending station has heard nothing since beginning the resolution process.

b) collision @

Multiple stations have responded to the call for logical ring membership.

¢) Successor @

A wvalid set_successor frame has been heard. Hence the contention process has
been resolved.

7) max_pass_count 3

This has a value equal to half the station’s address length in bits plus one
(equal to 9 for a 16-bit address length). This is used to limit the number of token

contention cycles. After passing through max_pass_count number of cycles, the sta-

tion abandons the resolution process if a single contender cannot be resolved.

8) contend_pass_count :

This variable takes on values in the range 0 to max_pass count. This is used
as an index to select the address bits of a station during the contention process.

9) resolution_pass_count
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This is used to count the number of times a station tries to resolve the con-
tention among multiple contenders. This takes on values in the range 0 to
max_pass_count. If max_pass count cycles have passed without resolution then the

token holding station gives up the resolution process.

4.1.2. Timers

1) response_window_timer 3

When a station sends a solicit_successor frame to solicit successors into the
logical ring, this timer counts down from a value equal to the number of response
windows opened after the transmission of the solicit_successor frame. Hence this
timer determines the duration of time for which the station a\l#aits for responses

from other stations.

2) contention_timer :

While contending for ring membership, each station listens in the demand_in
state for a response for its request for membership for a duration equal to the
duration of this timer. If the station hears a transmission during this time interval,
then it assumes that a higher addressed station is contending for membership and
drops out of the contention process. The above mentioned timers have a granularity

of one sloi_time,

4.2. Logical ring membership

Each station in the logical ring solicits successors into the logical ring when it
is in the pass_token state and when its inter_ solicit_count goes to zero. The station
solicits  successors by  transmitting solicit_successor frame. One or two
response_windows (refer to section 2.4.1 for a definition of response_window) fol-
low the solicit_successor frame. The response window timer is set to count this

duration. Hence the station which is soliciting successors changes into the
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await_response state and waits for a response for this duration. If nothing is
heard for the entire duration of the timer, i.e., corresponds io the state “nothing”
of the three state variable heard, then the station enters the pass_token state to
pass the token to its successor. If a valid set_successor frame is heard then the sta-
tion waits for the duration of the response_window to pass and then sends the
token to its new successor. If noise is heard, i.e., corresponding to state “collision”
of heard, then the station initiates a resolution process (refer to section 2.4.1) to

resolve the contention for membership by multiple stations.
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4.3. Analytic expression for token cycle time and delivery time

In the following sections analytic expressions are developed for the token cycle
time and delivery time of a network with all stations being permanent members
except one station which joins and leaves the ring as dictated by the traffic in its
queues. The effect of a station's insertion and deletion after ring initialization on

the token cycle time and the delivery time has been studied in this section.

4.3.1. Assumptions

The derivation is based on the following assumptions about the characteristics

of the network:

1) There are N stations in the system with one station being a transient
member.

2) Each station has traffic at the Synchronous access_class only.

3) Messages from all the stations are of constant length and take Xps
seconds for transmission.

4) The message arrival at each station follows a Poisson process.

5) All stations in the ring have the same HPTHT setting set to the max-
imum allowed value of 52.43 msecs for a 10 Mbps bus.

6) All stations have identical traffic.

7) max_ring_maintenance_rotation_time is set to a very large value.

4.3.2. Analytic expression for token cycle time

The definitions of section 3.1.1 hold in this section also. Let y&S denote the
single transient member. As per the specifications of the 802.4 protocol only one
station can open the response window for allowing y to join the ring. Let server

x€S denote a static member of the ring which is responsible for opening of
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response_windows for y to join the ring. Let MIC denote the value of the vari-
able max_inter_solicit count at each station. The token cycle time seen by server

x on the i token cycle is as given by equation (1) section 3.2.3:

TCx_,- = TCTx,i + TSx,,'. (I)
The time interval during which the token is away from x can be expressed as the
sum of

1) (N=-1)-Xp;

2) sum of tﬁe i** service period at all servers other than x;

3) overhead due to the time spent on soliciting successors during the i token
cycle. This is negligible in this analysis as only one station is assumed to be 2
transient member.

4) the service period at server y and the token pass from server y. There are
two possibilities to consider the service time at y and the token pass from y

a) If y was out of ring during the (i—1)* token cycle, then it can contend for
membership on the i token cycle, if messages bhave arrived during the (i—1)*

token cycle.
The expected number of arrivals that have arrived at y during the (i—1)*
token cycle will be served with a probability W ie., IC, has gone to zero

and y has won the contention for ring membership. The probability that y wins
the contention is equal to one because it is a single contender and is sure to win

the contention. Hence 7CT,; can be expressed as

1 1

TCT,C_; = (N“"l)'XT + ESTSS_,- + XM ‘)\, ‘Tcx’,'_.}_ ml + XI’ W (2)

for all s # x.

Hence eguation (1) can be expressed as
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Cyy ™ (N=1)-Xpr + ZTS,,,- (3)
5€S
1 . 1 . N
+ XM AS Tcx.,‘....j. W 1 + XT W 1 + TSxJ

for all s = x.

Assuming an average service time the average token cycle time can be

expressed as

1 1
M T T METT

The traffic has been assumed to be identical at all stations. Hence the average ser-

IC, = (N=-1) Xr + LTS, + Xn A, TC - + 75, . (4)
seS

vice time is the same for all stations. Substituting for the average service time

from equation (16) section 3.2.4 (for Synchronous access class only) the above

equation can be expressed as

1 1

m = (N""'l) 'XT + (N - 1)'A$ 'XM 'm + As 'XM 'W 'TC’ + XT 'W. (5)
The above equation can be rewritten as
Xr
(N=-1) X7 + )
o MIC +1 - (6)
1 - ((N“l)’hs 'XM + A, 'XM 'W)

b) If y was a member on the (i—1)* token cycle and has enqueued messages

then it is a ring member on the i** token cycle.
Rewriting equation (3) with y in ring

TCp; =N Xr + XTS,; +IS.; + TSy, o
s€8

As the average service time is identical for all stations, substituting for this value

from equation (16) section 3.2.4, and rearranging, the average token cycle time can

be expressed as

N 'XT

TC="’”"‘_“_1-N-XM-A,'

(8)
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4.3.3. Analytic expression for delivery time

4.3.3.1. Token cycle time less than message interarrival time

In a dynamic token passing ring stations contend fc;r membership upon the
arrival of a message in their queues. In order to calculate the average delivery
time of a message from station y it can be expressed as the sum of the wait time
involved in becoming a ring member, i.e.. ring entrance delay, and the mean wait-
ing time for transmission after receiving the token, ie., it can be decomposed into
the wait time to receive the token and the wait time after receiving the token
[Fuhrmann 84). This can be expressed as
Dy = Dy + Qu. 9
Depending on the value of the inter_solicit_couni a station has to wait between O
and MIC number of token cycles to become a member of the logical ring (if a sin-
gle contender). When the station y is out of the ring it expresses the desire to
become a ring member soon after receiving the first message. Depending on the
value of the IC of the station which can open a response_window for this station,
the station has to wait on the average 1/2-MIC cycles to receive the token, i.e.,
the sum of integers from zero to MIC averaged over (MIC plus one) multiplied
with the average token cycle time is the wait involved to receive the token after
the arrival of the first message. This can be expressed as
D,. = 1/2-MIC IC. (10)
During this time interval the number of messages that have arrived at y can be
calculated as
n = X\, -1/2-MIC TC. (11)
The first packet that arrives in this time interval has to wait on the average
1/2-MIC -TC secs. The second packet waits 1/2 -MIC -TC + Xy, the third packet

waits 1/2-MIC TC + 2-X); and so on. Hence the average wait time after the token
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arrival 1s Oy and is equal to

ey b (n—1)
QM"'(n i)“i“';';XM“ )

Hence the average delivery time can be expressed as

Xt (12)

Dig = Dyo+ Oy = 2 TC (1) iy, (13)

4.3.3.2. Token cycle time greater than message interarrival time

In this region of offered load messages are arriving at y on the average more
frequently than the token. As more messages are enqueued per cycle, the station
can transmit more messages per token and hence stays for a longer time interval in
the ring. Hence the ring entrance delay does not play a dominant role in this
region. Let T denote the total time y is in the system. The number of token

cycles completed in T seconds is given by

Niat = mz%r (14)

The probability that y bas no message arrivals during an average token cycle is
given by
T (15)

Hence the expected number of token cycles that y is out of the ring is given by

Poo arrival = €

Now = Niotat “Pro_arrivar - (16)
Hence the number of cycles y has been in ring is given by

Nin = Nt = Nou - a7

Station x opens response_windows every MIC number of token cycles. Hence y is

allowed to join the ring number of times. But y contends for membership

out
MiIC
only in the event of & message arrival. Hence the probability that & message has

=, MIC TC

arrived in the time interval MIC -IC is given by (1 —e Hence the

expected number of times y could have joined the ring is given by
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Yn_join = g%-(z — ¢ M ‘Tc). (18)
The expected number of messages y could have transmitted over a time interval of
T sec is given by the product of the number of token cycles y has been in ring
and the average number of messages transmitted during an average token cycle, ie.,
My = Ay TC "Ny, . ' (19)
The delivery of messages that arrive while the station is contending for ring
membership is delayed by an amount equal to the ring entrance delay. But this is
only for a few messages, as the station stays in ring for a longer time interval

Hence the calculation of average delivery time in this region is the sum of two

terms:

1) The delivery time of messages that have arrived while the station is
waiting to become a ring member.

Each of the messages that arrive while the station is waiting to become a ring
member experiences an average delay as given by equation (13). The number of
messages that have arrived while the station is waiting to join multiplied by the

number of times the station has joined the ring, can be expressed as

Mwaiz = Yn_join As .W- (20)

M, is the number of messages that experience the average delay shown in equa-

tion (13).

2) The delivery time of messages that have arrived while the station is in
ring.
This delay is the same delay as experienced by a message in a static ring. M.

E. Ulug [Ulug 84] shows that delay to be

I G-1)(x+r)
A e (1)

The term (x+r) denotes the service time which in the above model is X;. The

term 7, denotes the token cycle time. The first term denotes the mean waiting
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time to receive the token. The second term is the mean waiting time after the
token is received. The number of messages that have arrived during the time inter-
val T, is given by s which in the above model is A; 7C. Each message on the
average experiences a delay as given by the above equation. Hence the average
delivery time of a message from a transient member in this region of offered load

can be expressed as

. - A TC ~1
M yaie ( MI(; © + (nzl) 'XM) + M;, (? + *(“-“-——2—")— 'XM) (22)
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4.4. Simulation results

4.4.1. Token cycle time

Network configurations with 32 stations with one station being ‘a transient
member and parameters set in accordance with the assumptions in section 4.3.1
were simulated. Static configurations with 32 stations were simulated in order to
compare the average delivery times of the 2 configurations. In addition the follow-
ing is the data pertaining to the simulated configurations:

N = 32; MIC = 16,

Size of data frame = 272 bits including framing,
Size of token = 112 bits,

Xy = 0.0000272 seconds = 27.2 microseconds,

Xr = 0.0000162 seconds = 16.2 microseconds.

Figure 4.1 illustrates the analytic predictions and simulation results of the
variation of the token cycle time with offered load. Up to an offered load of sixty
percent the token cycle time of the ring (considering only the static ring members)
is less than the message interarrival time at y. For example at 30 percent offered

load the token cycle time of a static ring of N-1 members from equation (8) is

(N—-1)-Xr _ 31-16.2-107¢

ol s
1 — (N—1)As Xp 1—31-344.6427.2-10°°

= (0.7079 msecs.

The message interarrival time at station y at 30 percent offered load is

FA5EH : Iy messages/second = 2.9015 msecs. Hence the token is arriving on the aver-

age more frequently than the messages. Hence y is out of the logical ring more
often than it is in the logical ring. Hence equation (6) bas been used for calcula-
tion of the token cycle time of the dynamic ring. At 30 percent offered load the

token cycle time of the dynamic ring has been calculated from equation (6) as
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X (V1) + uM..-%) 1621076 (31 + "i%“)
TC = 7 = ~ 7 = ,7099 msecs.
1Ay Xpy ((N=-1) + m) 1~ 344.64-27.2-107°(31 + "i"(s*)

At offered loads of 60 percent and above the interarrival time of messages at y is
on the average higher than the token circulation time. For example at 70 percent

offered load the token cycle time of a ring of 31 members from equation (8) is

(N~-1)-Xr _ 31-16.2-107°

= = = 1.55 .
T=(V=1JX, X5y 1318041627210 9 msecs

iol

1

5076 = 1.243 msecs.

The message interarrival time at y at this offered load is

Hence the messages are arriving more frequently than the token. Hence equation (8)
has been used for the calculation of token cycle time beyond offered loads of 60
percent. For example at 70 percent offered load the token cycle time from equa-

tion (8) is

NXr 32-16.2°107°
T—N-XyA  1-32272107°-804.16
It can be observed from the figure that the analytic predictions agree very closely

T = = 1.7289 msecs.

with the simulation results.

4.4.2. Average delivery time

Figure 4.2 illustrates the variation of delivery time of messages from the
transient station in a dynamic configuration of 32 stations and the average delivery
time of messages in a static configuration of 32 stations. It can be observed from
the graph that the analytic predictions agree very closely with the simulation
results at lower offered loads. At offered loads of up to 60 percent the token is
arriving more frequently than the messages. For example at 40 percent offered toad

the token cycle time has been calculated as 0.8225 msecs. The message interarrival

time is

45; 55 = 2.176 msecs. Hence equation (13) has been used for the calcula-

tion of the average delivery time of messages in this region. From eguation (10)
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_ MICIC _ 160.8225
Dre = —5—=""3

From equation (11)

= £.58 msecs.

n=A, .’l‘%@ = 459.52 -W = 3.023 messages.

Hence substituting the above value in equation (12)

n-1

On = Xp = 0.02752 msecs.

Then substituting the values of D,, and Qp in equation (13)

Dy = Dy + Qar = 6.58 + 0.02752 = 6.607 msecs.

The delivery time of a message from the same station when it is a static

member is given by equation (21)

W = T, + (s—1)(x+r) _ 0.8639-1073 + (—0.603) (0.0000272)
Tz 2 - 2 2

The token cycle time used in the above equation has been calculated from equation

(8).

= (0.4237 msecs.

At offered loads of 60 percent and above the messages are arriving more fre-
quently than the token. Hence the station stays in ring for a longer time interval
Hence on the average a message does not experience the ring entrance delay. For
example at 80 percent offered load from equation (19)

Mia = A TC Ny, = 919.04-0.0025931-11202 = 26696 messages.
From equation (20)

Moycic = Yo_poin “Xs E—I%E = 71.919.04 1600025931

) = 1353 messages.
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Hence using equation (22)

, - As TC — 1
M,z MIC TC + (n—1) Xp) + M, (__T._C_ + ._(__......,......................2. Xp)
= 2 2 2 2
Myoear
- 1353 (20.7 + 0.245) + 25342 (1.296 + 0.018) = 2.309 msecs.

26696

The simulated value of the average delivery time at this offered load is 1.47
msecs. The departure of the analytic predictions from the simulation results at 70
percent and 80 percent is due to the fact that mean values have been used for the
number of times a station could have joined the ring which is higher than the
actual number of times a station has joined the ring. Hence the value obtained
from equation (20) is contributing a larger value to the calculation of average
delivery time. For the same reason equation (22) gives an approximate value of the

delivery time for high values of MIC.

Thus it may be observed that at low offered loads a message from a transient
member waits for a longer time to be delivered. This is due to the fact that the
arrival of messages is infrequent and hence the station is out of the ring more
often than it is in ring. Hence D,, plays a dominant role in the delivery time of a
message. Hence at low offered loads better sefvice can be obtained if a station is a
static member as opposed to being a transient member. On the other hand at higher
loads messages are arriving more frequently, hence more messages are being
transmitted, hence the station stays in ring for a longer period of time. Hence the
delivery time is very close to that observed in a static ring. The delivery time
for a static ring was calculated to be 1.3143 msecs which is very close to the

delivery time of 1.47 msecs for a message from a transient member.



CHAPTER 5

TRANSIENT LOADING

This chapter discusses the performance of the IEEE 802.4 protocol under tran-
sient loading conditions. The first section of this chapter discusses the role of the
timers and packet sizes in the transmission of a transient load. Section 5.2 of this
chapter discusses the various forms of transient loading. Section 5.3 gives the
details of the referénce configuration. Section 5.4 discusses the details of wvarious
network configurations that have been simulated to observe the effect of different
forms of transient loading. Section 5.5 discusses the results of the simulated

configurations.

5.1. Transmission of the transient load

In an 802.4 network, each station can transmit data when it is the token
holder. The _duration of a token cycle depends upon the number of messages
transmitted at each station during that cycle of the token. The transmission of a
load involving large data transfers causes an increase in the token cycle time.
Succeeding token cycles will also be longer. If the token cycle time does not
recover from the imposition of such a transient load, then queue lengths could
grow very large at every imposition of a transient load. There is also a possibility

of more than one station offering such huge loads on the network.

Depending on the amount of load to be transmitted. the MAC entity at a sta-
tion offering the transient load may transmit the load as a single large packet (if
the amount of load does not exceed the maximum packet size as specified by the
protocol) or split the load into several packets. The load may be transmitted

within one or several token cycles depending upon the residual time in the

82
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token_hold_timer. The residual time in the token_hold timer is dependent on the
value of the HPTHT or the residual time in the token_rotation_timers (as decided

by the priority of the load).

Let L, denote the number of octet _times to transmit the load, if it is a single
packet, or the transmission time of one packet in a multi-packet load. Let N
denote the total number of packets in a multi-packet load. If t octet_times is the
residual time in the token_hold_timer then a station can transmit for a time inter-
val given by eff(t) (refer to section 3.2.1). Then the number of packets transmit-

ted on the i token cycle, ie., N;, is given by

_eff (&)
Ny = . $))

If N; is less than N then the remaining packets are transmitted during subsequent

token cycles depending on the residual time in the token_hold timer.

As mentioned earlier, the MAC entity at each station can transmit the load as
a few large messages or several smaller messages. The effect of both forms of load-

ing on the network has been studied by simulation.

5.2. 